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บทคัดย่อ 

 เพื่อที่จะพัฒนานวัตกรรมดิจิทัลในการแก้ปัญหาคนแปลกหน้าเข้ามาในชุมชน งานวิจัยน้ีมีวัตถุประสงค์

เพือ่ประเมนิประสทิธภิาพของอปุกรณ์ตรวจสอบบคุคลในชมุชนด้วยเทคโนโลยชีวีมติใินการตรวจสอบและจดจ�าใบหน้า 

และเพื่อประเมินการยอมรับการน�าอุปกรณ์ ไปใช้งานในชุมชนในรูปแบบต่าง ๆ กัน โดยท�าการประยุกต์ใช้เทคโนโลยี

ชีวมิติในการพัฒนาระบบอุปกรณ์การจดจ�าและตรวจสอบใบหน้าบนแพลตฟอร์ม Raspberry Pi และน�าไปติดตั้ง

ในชุมชน 3 ในรูปแบบ ได้แก่ ชุมชนท้องถิ่น ชุมชนหอพัก/คอนโด และชุมชนหมู่บ้าน และท�าการประเมินประสิทธิภาพ

และความพึงพอใจในการใช้งานของระบบ ผลการประเมินประสิทธิภาพของระบบใช้ความแม่นย�าเป็นปัจจัยในการ

ประเมิน โดยท�าการทดสอบความแม่นย�า (Accuracy) ในการการจดจ�าและตรวจสอบใบหน้าบุคคลจ�านวน 100 คน 

พบว่ามค่ีาความแม่นย�าร้อยละ 98 และค่าความพงึพอใจในการยอมรบัการใช้งานระบบโดยใช้โมเดล UTAUT ซึง่ประเมนิ

จากกลุ่มผู้ใช้งานทั้ง 3 ชุมชน ชุมชนละ 50 คน ผลท่ีได้จากการประเมินพบว่า มีค่าเฉล่ีย 4.00 อยู่ในเกณฑ์ระดับ

เห็นด้วยมาก โดยสรุปผลงานวิจัยได้ว่า การน�าเทคโนโลยีชีวมิติในการการจดจ�าและตรวจสอบใบหน้าของคนที่เข้ามา

ในชุมชนมีประสิทธิภาพดีและได้รับการยอมรับในการใช้งานในเกณฑ์ดีมาก โดยชุมชนที่มีความต้องการจะใช้งาน

ในทันทีได้แก่ ชุมชนหอพัก รองลงมาได้แก่ชุมชนหมู่บ้านจัดสรร และชุมชนท้องถิ่น หมู่บ้านจัดสรรตามล�าดับ 

ค�ำส�ำคญั: เทคโนโลยชีวีมติ ิการตรวจสอบบคุคล การจดจ�าและตรวจสอบใบหน้า ความปลอดภยัในชมุชน แพลตฟอร์ม
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ABSTRACT 

	 To develop a digital innovation to prevent strangers entering the community. The objective 

of this research is to assess the effectiveness of personal identification devices in the community 

with biometric technology for face detection and recognition.; and to assess the adoption of  

an equipment to use in different communities. We applied biometric technology for developing 

the face recognition system on the Raspberry Pi platform; we implemented the system in various 

types of communities such as a local community, dormitory/condominium community, and village 

community. This research used the accuracy as the main factor for system efficiency evaluation. The 

system was tested by using 100 persons as a sampling test. The system efficiency evaluation result 

found that the accuracy rate is 0.98. After the system implementation in 3 types of community, we 

applied UTAUT model to evaluate the system satisfaction in term of the system acceptance by using 

a sample of 50 persons for each community. The result found that the average mean of the system 

satisfaction in the good level with mean 4.00. As the results of the experiment, we can conclude 

that applying the biometric technology for preventing strangers entering into the community has a 

good results in both of performance and acceptance rate. We also concluded that the dormitory/

condominium community require the system immediately, followed by a local community and 

village community, respectively. 

Keywords: biometric technology, personal verification, facial recognition, social security, raspberry 

pi platform

บทน�ำ 

	 ปัญหาการที่เกิดขึ้นบ่อยครั้งในสังคมไทยตั้งแต่อดีตจนถึงปัจจุบัน ได้แก่ การลักทรัพย์ การบุกรุก  

โดยผู้ไม่ประสงค์ดี ก่อให้เกิดความเสียหายต่อชีวิตและทรัพย์สินของประชาชน ถึงแม้ความเจริญของเทคโนโลย ี

จะพัฒนาไปไกลเพียงใด แต่การเกิดปัญหาเหล่าน้ียังคงเกิดขึ้นอย่างสม�่ำเสมอ การใช้เทคโนโลยี อาทิเช่นการติดกล้อง

วงจรปิด ตามจุดต่าง ๆ  สามารถช่วยให้ผู้ที่เกี่ยวข้องสามารถทราบได้ว่าเกิดเหตุการณ์ใดขึ้น ซึ่งเป็นการค้นหาตรวจสอบ

เพื่อหาตัวผู้กระท�ำผิด ซ่ึงหลายครั้งสามารถจับตัวคนร้ายได้ แต่ก็มีหลายครั้งที่ไม่สามารถตามหาตัวคนร้ายเจอแม้ว่า 

จะมีภาพจากกล้องวงจรปิดก็ตาม และในบางครั้งกล้องวงจรปิดที่มีคุณภาพดีก็มีราคาสูง ส่งผลให้การตรวจสอบมีพื้นที่

จ�ำกัด หรืออาจท�ำให้ต้องลดคุณภาพของกล้องลงเพื่อให้สามารถครอบคลุมพื้นที่ได้มากขึ้น แต่ก็จะท�ำให้คุณภาพและ

รายละเอียดของภาพลดลงไป อีกทั้งการใช้กล้องวงจรปิดยังเป็นการป้องกันการเกิดเหตุไม่ได้ ท�ำได้เพียงดูเหตุการณ์

ย้อนหลัง ในงานวิจัยน้ีจึงมุ่งเน้นท่ีจะท�ำการแก้ปัญหาในรูปแบบการป้องกันก่อนที่จะเกิดเหตุ (Preventive) โดยน�ำ

เสนอการใช้เทคโนโลยีอินเตอร์เน็ตทุกสรรพสิ่งมาสร้างเป็นอุปกรณ์ในการตรวจสอบคนแปลกหน้าที่เข้ามาในพื้นที่ 

เพื่อให้ผู้ดูแลพื้นท่ีได้เฝ้าระวังก่อนท่ีจะเกิดเหตุใด ๆ 

	 ในปัจจุบันมีการประยุกต์ใช้เทคโนโลยีอินเตอร์เน็ตทุกสรรพสิ่งหรือ Internet of things (IoT)  

ในหลากหลายด้าน เพื่อส่งเสริมให้การท�ำงานด้านต่าง ๆ มีประสิทธิภาพที่มากยิ่งขึ้น อาทิเช่น การท�ำฟาร์มเกษตร

อัจฉริยะ (Smart Farm) การพัฒนาเมืองอัจฉริยะ (Smart City) โรงเรียนอัจฉริยะ (Smart School) และอื่น ๆ  
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ซึ่งจากปัญหาในตรวจสอบการใช้อุปกรณ์ในการตรวจสอบอินเตอร์เน็ตทุกสรรพสิ่งมีราคาไม่สูงนักเมื่อเทียบกับการใช้

กล้องวงจรปิด อีกทั้งติดตั้งได้ง่าย 

	 เทคโนโลยีชีวมิติในปัจจุบันได้มีการน�ำมาประยุกต์ใช้ในด้านต่าง ๆ โดยส่วนมากเป็นการน�ำมาใช้ในการ

ตรวจสอบตัวบุคคล (Personal Verification) การระบุตัวตน (Personal Identification)โดยมีหลักการน�ำสิ่งต่าง ๆ 

ที่มนุษย์มีมาใช้แทนการจดจ�ำรหัส การระบุตัวตนด้วยเอกสารต่าง ๆ ซึ่งไม่สะดวกและอาจเกิดปัญหาการปลอมแปลง

ได้ง่าย การตรวจสอบและจดจ�ำใบหน้าเป็นการใช้เทคโนโลยีชีวมิติรูปแบบหนึ่งในหลาย ๆ รูปแบบ อาทิเช่น การใช้ 

ลายนิ้วมือ เสียง ฝ่ามือ ม่านตา และอื่น ๆ อีกมากมาย ซ่ึงการที่จะเลือกใช้ชีวมิติแบบใดน้ันขึ้นอยู่กับปัจจัยจ่าง ๆ  

เช่น งบประมาณ ความเหมาะสม ความมีประสิทธิภาพ

 	 ในงานวิจัยน้ี ได้เลือกการตรวจสอบและจดจ�ำใบหน้ามาประยุกต์ใช้เนื่องจากอุปกรณ์ที่ใช้หาได้ง่าย ราคา

ไม่สูงนัก โดยท�ำการการน�ำเทคโนโลยีอินเตอร์เน็ตทุกสรรพสิ่งไปประยุกต์ใช้ในการตรวจสอบบุคคลในการเข้าออก

ชุมชนผู้อยู่อาศัยหรือหมู่บ้านด้วยการจดจ�ำใบหน้า ตรวจสอบว่ามีบุคคลภายนอกเข้ามาในพื้นที่ของชุมชน หมู่บ้าน

หรือที่พักอาศัยหรือไม่ เพื่อความปลอดภัยของคนในชุมชนและเพื่อให้ผู้ที่มีหน้าที่ในการดูแลชุมชนได้มีนวัตกรรม 

เพื่อการบริหารและจัดการในอนาคต โดยการพัฒนาระบบการการจดจ�ำและตรวจสอบใบหน้าบนอุปกรณ์ Raspberry 

Pi และ Raspberry Camera โดยท�ำการแจ้งเตือนไปยังผู้ดูแลผ่าน Cloud Service ซ่ึงการใช้ Raspberry Pi  

เป็นอุปกรณ์หลักในงานวิจัยนี้เนื่องจากมีคุณภาพสูงกว่าบอร์ด IoT ในการประมวลผลภาพ และมีขนาดเล็กกว่า PC 

ท�ำให้การน�ำไปติดตั้งไม่กินพื้นท่ีมากนัก อีกท้ังยังใช้พลังงานต�่ำท�ำให้ไม่มีปัญหาเรื่องการเดินสายไฟไปยังอุปกรณ์  

(Dass et al., 2020)

	 วัตถุประสงค์ของงานวิจัยนี้เพื่อประเมินประสิทธิภาพของอุปกรณ์ตรวจสอบบุคคลในชุมชนด้วยเทคโนโลยี

ชีวมิติในการตรวจสอบและจดจ�ำใบหน้า และเพื่อประเมินการยอมรับการน�ำอุปกรณ์ ไปใช้งานในชุมชนในรูปแบบ 

ต่าง ๆ กัน โดยมีการต้ังสมมติฐานดังน้ี

	 H
1
: ประสิทธิภาพของอุปกรณ์ตรวจสอบบุคคลในชุมชนด้วยเทคโนโลยีชีวมิติในการตรวจสอบและจดจ�ำ

ใบหน้ามีความแม่นย�ำอยู่ในเกณฑ์ดี

	 H
2
: ความพึงพอใจในการยอมรับการใช้งานอุปกรณ์ตรวจสอบบุคคลในชุมชนด้วยเทคโนโลยีชีวมิติในการ

ตรวจสอบและจดจ�ำใบหน้าอยู่ในเกณฑ์ดี

 

วิธีการ 

	 งานวจิยันีเ้ริม่ต้นจากการศกึษาปัญหาในเรือ่งความปลอดภยัในชมุชนผูอ้ยูอ่าศยั โดยได้ท�ำการส�ำรวจชมุชน

ผู้อยู่อาศัยในรูปแบบต่าง ๆ  ได้แก่ กลุ่มผู้อยู่อาศัยในท้องถิ่นชนบท กลุ่มชุมชนผู้อาศัยในคอนโดมิเนียม กลุ่มผู้อยู่อาศัย

ในหมู่บ้านจัดสรร เพื่อศึกษารูปแบบของความปลอดภัยในแต่ละประเภทของชุมชน จากนั้นจึงได้ท�ำการออกแบบ

นวัตกรรม IoT เพื่อที่จะน�ำมาเป็นเครื่องมือท่ีใช้ในการวิจัย โดยหลักการออกแบบและพัฒนาในการสร้างเครื่องมือนี้ 

ใช้หลักการ SDLC มาเป็นกรอบในการออกแบบและพัฒนา หลังจากท�ำการพัฒนาเครื่องมือจนแล้วเสร็จได้ท�ำการ

ทดสอบประสิทธิภาพของเครื่องมือโดยทดลองกับกลุ่มตัวอย่าง จากน้ันจึงน�ำเครื่องมือไปใช้ในการท�ำงานจริงในชุมชน

ทั้ง 3 รูปแบบ เพื่อท�ำการอภิปรายและสรุปผลการทดลอง โดยมีขั้นตอนการด�ำเนินงานวิจัยดังภาพที่ 1
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	 1.	 ขั้นตอนท่ี 1 การศึกษาปัญหา 

		  ในงานวจิยันีไ้ด้ตัง้สมมตฐิานในการวจิยัว่า การน�ำเทคโนโลยชีวีมติมิาประยกุต์ใช้ในการตรวจสอบบคุคล

ในชุมชนสามารถสร้างความเชื่อม่ันทางด้านความปลอดภัยให้กับคนในชุมชนได้ในระดับดี โดยได้ท�ำการแบ่งกลุ่มของ

ชุมชนผู้อยู่อาศัยเป็น 3 กลุ่ม ได้แก่ กลุ่มผู้อยู่อาศัยในท้องถิ่น กลุ่มชุมชนผู้อาศัยในคอนโดมิเนียม และกลุ่มผู้อยู่อาศัย

ในหมู่บ้านจัดสรร โดย กลุ่มตัวอย่างในงานวิจัย มีดังนี้

		  1.1	 กลุ่มชุมชนผู้อาศัยในท้องถิ่น ได้แก่ กลุ่มชุมชนที่อาศัยในเขตด้านนอกของตัวเมือง โดยจะมี

ศูนย์กลางของชุมชนเป็นที่รวมการท�ำกิจกรรมต่าง ๆ  ของคนในชุมชน การอยู่อาศัยในลักษณะน้ีคนในชุมชนจะมีความ

ใกล้ชิดกัน รู้จักคนในชุมชนด้วยกันเป็นอย่างดี การดูแลความปลอดภัยของคนในชุมชนจะมีผู้น�ำชุมชนเป็นหลักและ

คนในชุมชนช่วยกันดูแล (Muchima, 1979)

		  1.2	 กลุ่มชุมชนผู้อาศัยในคอนโดนิเนียม ได้แก่ กลุ่มชุมชนที่อยู่กันในอาคารเดียวกัน มีพื้นที่สาธารณะ

เป็นส่วนกลาง มีบุคลกรท่ีเป็นนิติบุคคลเป็นผู้บริหารและดูแลเรื่องต่าง ๆ ในที่พักอาศัย โดยเป็นลักษณะชุมชนเมือง 

ซึ่งมีลักษณะการอยู่อาศัยแบบตัวใครตัวมัน มีปฏิสัมพันธ์ระหว่างคนในชุมชนน้อย (Phanmanavin, 1980) การดูแล

ความปลอดภัยจะเป็นหน้าท่ีของนิติกรเป็นหลัก และมีการเก็บค่าบริการในส่วนกลางค่อนข้างสูง 

		  1.3	 กลุ่มชุมชนผู้อาศัยในหมู่บ้านจัดสรร ได้แก่ กลุ่มชุมชนที่อยู่กันในรูปแบบของหมู่บ้าน โดยมีที่ตั้ง

อยู่ในพื้นที่เดี่ยวกัน โดยจะอยู่ในท้ังในชุมชนเมืองและท้องถิ่น โดยการดูแลความปลอดภัยและเรื่องต่าง ๆ จะท�ำโดย

คณะกรรมการบริหารหมู่บ้าน กลุ่มผู้อยู่อาศัยกลุ่มนี้มีลักษณะกึ่งกลางระหว่างชุมชนท้องถิ่นและชุมชนคอนโดมิเนียม 

กล่าวคือ มีการปฏิสัมพันธ์กันบ้าง แต่ก็ไม่ถึงระดับช่วยกันดูแลแบบใกล้ชิด 

	  2.	ข้ันตอนท่ี 2 การออกแบบและพัฒนาระบบตรวจจับใบหน้า 

		  ในการออกแบบและพัฒนาระบบตรวจจับใบหน้าในงานวิจัยนี้ ใช้หลัก System Develop Life Cycle 

(SDLC) เป็นกรอบในการออกแบบและพัฒนา โดยมีขั้นตอนดังนี้

		  2.1	 การออกแบบสถาปัตยกรรมของระบบ ดังแสดงในภาพที่ 2 ในงานวิจัยนี้ได้ใช้เทคโนโลยี IoT  

มาใช้เป็นแพลตฟอร์ม โดยใช้ Raspberry Pi 4 เป็นตัวประมวลผล และใช้กล้อง Web Camera ของ Raspberry Pi 

Camera (8mp) ในการบันทึกภาพ โดยเชื่อมต่อกับเทคโนโลยี Cloud เพื่อท�ำหน้าที่ในการเก็บข้อมูลและให้บริการ

ต่าง ๆ ในระบบ รวมถึงการส่งข้อความแจ้งเตือนไปยังอุปกรณ์มือถือของผู้ดูแลระบบอีกด้วย

ภาพท่ี 1 ขั้นตอนการท�ำงานวิจัย
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		  2.2	 การออกแบบอุปกรณ์ Hardware ที่ใช้ในงานวิจัยนี้แสดงรายละเอียดในตารางที่ 1 โดยน�ำอุปกรณ์

ต่าง ๆ ในตารางที่ 1 มาท�ำการประกอบในกล่องเพื่อน�ำไปท�ำการติดตั้งยังพื้นที่ที่ต้องการ 

ภาพท่ี 2 สถาปัตยกรรมของระบบตรวจจับใบหน้า

ตารางท่ี 1 ตารางแสดงรายละเอียดของอุปกรณ์ท่ีใช้ในงานวิจัย

ชื่ออุปกรณ์ คุณสมบัติ

Raspberry Pi Camera (8mp)

-	 ค�ำสั่งถ่ายวีดีโอ

-	 ความยาว 10 วินาที

-	 ความละเอียดสูงสุด 1920 x 1080

-	 เฟรมเรท 30 เฟรมต่อวินาที

-	 Video: Dimension: 25mm x 23mm x 9mm / 0.98” x 0.90” x 0.35”

            1920 x 1080 (1080p), 30 fps

            1280 x 720 (720p), 60 fps

            640 x 480 (480p), 90 fps

 -	Weight: (Camera board + attached cable): 3.4g
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		  จากตารางท่ี 1 เม่ือน�ำอุปกรณ์มาท�ำการประกอบแล้วจะได้ชุดอุปกรณ์ในลักษณะดังแสดงในภาพที่ 3

ตารางท่ี 1 (ต่อ)

Raspberry Pi 4 Model B - 4GB

โปรเซสเซอร์ Cortex-A72 แบบ 4 คอร์ รุ่น 64 บิต จาก Broadcom 

2711.

2GB/4GB/8GB LPDDR4 RAM.

พอร์ต True Gigabit Ethernet.

พอร์ต USB 3.0 “Super-Speed” จ�ำนวน 2 พอร์ต

พอร์ต USB 2.0 “High-Speed” จ�ำนวน 2 พอร์ต

ระบบไร้สาย 802.11b/g/n/ac.

Bluetooth 5.0.

พอร์ตคู่ micro-HDMI, วิดีโอ UHD 4K.

ชื่ออุปกรณ์ คุณสมบัติ

ภาพท่ี 3 แสดงลักษณะของชุดกล่องอุปกรณ์ของระบบ
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		  2.3	 การพัฒนาซอฟต์แวร์ ในงานวิจัยน้ีใช้ภาษาไพธอน (Python) ในการเขียนโค้ด และใช้ OpenCV 

เป็น Framework ในการตรวจจับใบหน้าของบุคคล โดยมีกรอบการท�ำงานในการเขียนซอฟต์แวร์ ดังภาพที่ 4

ภาพท่ี 4 กรอบการท�ำงานในการพัฒนาซอฟต์แวร์

			   จากภาพที่ 4 การออกแบบการใช้งานระบบตรวจจับใบหน้า ขั้นตอนการใช้งานของระบบตรวจจับ 

ใบหน้าในงานวิจัยนี้ แบ่งเป็น 3 ส่วน ดังน้ี

			   1)	 ข้ันตอนการลงทะเบียน (Enrollment)

			   2)	 ข้ันตอนการการจดจ�ำและตรวจสอบใบหน้า (Authentication)

			   3)	 ข้ันตอนการแจ้งเตือน (Result Report)

		  2.4	 การออกแบบส่วนประสานงานผู้ใช้ (User Interface) ลักษณะของการออกส่วนประสานงาน 

ผู้ใช้ของระบบมีหลักการออกแบบโดยมุ่งเน้นให้ผู้ใช้เข้าใจได้ง่าย ไม่ต้องมีความรู้ทางด้านเทคนิคก็สามารถใช้งานได้ 

โดยแสดงดังภาพที่ 5, 6 และภาพท่ี 7
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	 หน้าจอการลงทะเบียนแบ่งเป็น 2 ส่วน ได้แก่การกรอกข้อมูลส่วนบุคคลและข้อมูลใบหน้า โดยท�ำการ 

กรอกข้อมลูส่วนบคุคลก่อน แล้วจงึท�ำการบนัทกึภาพใบหน้าโดยจะท�ำการบนัทกึรปูภาพใบหน้าจ�ำนวน 10 ภาพในมมุที่ 

ต่างกันไปต่อหน่ึงคน

ภาพท่ี 5 หน้าจอการใช้งานของระบบ – หน้าจอในการลงทะเบียน

	 การจดจ�ำและตรวจสอบใบหน้านั้นเป็นการจับภาพใบหน้าของคนที่ผ่านหน้าจุดที่ท�ำการติดตั้งอุปกรณ์ไว้  

โดยท�ำการตรวจสอบว่าข้อมูลใบหน้าน้ันตรงกับข้อมูลที่ลงทะเบียนไว้ในระบบหรือไม่ ถ้าตรงจะท�ำการแจ้งชื่อขึ้นใน

หน้าจอพร้อมทั้งบอกอัตราความแม่นย�ำ

ภาพท่ี 6 หน้าจอการใช้งานของระบบ - หน้าตอนในการตรวจจับใบหน้า
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	 กรณีที่ข้อมูลใบหน้าไม่ตรงกับข้อมูลในระบบ จะท�ำการส่งข้อความพร้อมรูปภาพใบหน้านั้น ๆ  ไปยังมือถือ

ของเจ้าหน้าที่หรือผู้ที่ดูแลระบบ เพื่อท�ำการเฝ้าระวัง

	 ขั้นตอนที่ 3 การทดสอบประสิทธิภาพของระบบ

	 การทดสอบประสิทธิภาพของระบบชีวมิติ ในงานวิจัยส่วนมากจะใช้เกณฑ์ความแม่นย�ำ (Accuracy) 

เป็นเกณฑ์หลัก อาทิเช่น งานวิจัยของ Zhao ในเรื่อง Evaluation of biometric recognition in the Covid-10 

period (Zhao et al., 2020) งานของ Al-Assam ในเรื่อง Accuracy and Security Evaluation of Multi-Factor 

Biometric Authentication (Al-Assam et al., 2011) และงานวิจัยของ Ammour ในเรื่อง Multimodal biometric 

identification system based on the face and iris (Ammour et al., 2017) ซึ่งความแม่นย�ำของระบบชีวมิติ

ประกอบด้วย 2 ปัจจัยย่อย ได้แก่ False Match Rate (FMR) และ False Non-Match Rate (FNMR) โดย FMR คือ

อัตราการจับคู่ที่ผิดพลาด หรือกล่าวได้ว่าเป็นอัตราความผิดพลาดของระบบที่ปล่อยให้ผู้ที่ไม่มีสิทธิสามารถผ่านการ 

ตรวจสอบได้ ส่วน FNMR น้ันคืออัตราการปฏิเสธท่ีผิดพลาด หรือกล่าวคือความผิดพลาดที่ระบบท�ำการปฏิเสธ 

ให้ผู้ที่มีสิทธิไม่ให้ผ่านในการตรวจสอบ ในการทดสอบความแม่นย�ำของอุปกรณ์ โดยใช้กลุ่มทดลองในการทดสอบ 

จ�ำนวน 100 คน โดยใช้ข้อมูลใบหน้าในการทดสอบของฐานข้อมูล AT&T โดยที่แต่ละภาพใช้ความละเอียด 640 x 480 

ซึง่เป็นความละเอยีดทีเ่หมาะสมทีส่ดุในการจดจ�ำใบหน้า (Rukhiran et al., 2020) ซึง่ใช้วธิกีารจดจ�ำใบหน้าด้วยเทคนคิ 

LBPH โดยสูตรในการค�ำนวณค่า ความแม่นย�ำ (Accuracy) มีดังนี้ (Ahsan et al, 2021)

ภาพท่ี 7 หน้าจอการใช้งานของระบบ - หน้าจอการแจ้งเตือนไปยังมือถือของผู้ดูแล
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                         (FMR + FNMR)
Accuracy = 100 - 
                                 2

                Number of false acceptance
FMR   =                                                 x 100
              Number of impostor attempts
 
                     Number of false rejection
FNMR =                                                     x 100
              Number of genuine user attempt

	 จากการค�ำนวณค่าความแม่นย�ำจากสูตรข้างต้น พบว่า โดยชุดอุปกรณ์ IoT ในงานวิจัยนี้มีค่า ความแม่นย�ำ 

(Accuracy) อยู่ท่ี 98% 

ขั้นตอนที่ 4 การน�ำไปทดสอบการใช้งาน

	 หลังจากท่ีได้ท�ำการทดสอบประสิทธิภาพของระบบแล้ว การน�ำไปทดสอบการใช้งานในกลุ่มการทดลอง

ทั้ง 3 กลุ่ม ได้แก่ กลุ่มผู้อาศัยในชุมชนท้องถิ่น (กลุ่มที่ 1) กลุ่มผู้อาศัยในคอนโดมิเนียม (กลุ่มที่ 2) และกลุ่มผู้อาศัย 

ในหมู่บ้านจัดสรร (กลุ่มท่ี 3) โดยจะแต่ละกลุ่มจะแบ่งกลุ่มผู้ใช้งาน 2 ประเภท ได้แก่ ลูกบ้านและผู้ดูแล โดยท�ำการ 

สุ่มตัวอย่างโดยใช้จ�ำนวนตัวอย่างกลุ่มละ 50 คน ประกอบด้วยผู้ดูแล 8 คน ลูกบ้าน 42 คน ในแต่ละกลุ่มชุมชน วิธี

การทดสอบแสดงในภาพท่ี 8 	

ภาพท่ี 8 แสดงรูปแบบการติดตั้งอุปกรณ์ในการทดลองใช้งาน - การใช้งานในหอพัก
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ภาพท่ี 9 แสดงรูปแบบการติดตั้งอุปกรณ์ในการทดลองใช้งาน - การใช้งานในหมู่บ้านจัดสรร

ภาพที่ 10 แสดงรูปแบบการติดตั้งอุปกรณ์ในการทดลองใช้งาน - การใช้งานในชุมชนท้องถิ่น

	 ขั้นตอนที่ 5 และ 6 อภิปรายผลและสรุปการผลทดลอง

	 หลังจากท�ำการทดลองในงานวิจัยน้ีประเมินการยอมรับเทคโนโลยีโดยใช้ The Unified Theory of 

Acceptance and Use of Technology (UTAUT) ท่ีได้รับการคิดค้นขึ้นโดย Viswanath Venkatesh, Michael G.  

Morris, Gordon B. Davis และ Fred D. Davis ในปี ค.ศ.2003 โดยเป็นทฤษฎีที่ได้มาจากการสังเคราะห์กลุ่มทฤษฎี

การยอมรับในกลุ่มต่าง ๆ ไว้ด้วยกัน (Wongsumet, 2013) เป็นกรอบในการประเมิน ซึ่ง UTAUT เป็นแบบจ�ำลอง 

ที่ได้รับการยอมรับให้เป็นเครื่องมือท่ีใช้ในการประเมินการยอมรับเทคโนโลยีที่มีการใช้งานอย่างแพร่หลาย อาทิ

เช่น งานวิจัยเรื่อง Explaining Social Media Adoption for a Business Purpose: An Application of the 

UTAUT Model (Puriwat & Tripopsakul, 2021) ได้ใช้ UTAUT ในการประเมินการยอมรับการใช้ Social media 

adoption ในเชิงธุรกิจ เป็นต้น เหตุผลท่ีงานวิจัยน้ีได้น�ำ UTAUT มาใช้ในการประเมินการยอมรับเทคโนโลยีเนื่องจาก 
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UTAUT เป็นการผสมผสานทฤษฎีต่าง ๆ  ด้านพฤติกรรมการยอมรับในหลายทฤษฎีไว้ด้วยกัน ได้แก่ ทฤษฎีการกระท�ำ 

ด้วยเหตุผล (TRA: Theory of Reasoned Action) ทฤษฎีพฤติกรรมตามแผน (TPB: Theory of Planned  

Behavior) ทฤษฎีการแพร่กระจายนวัตกรรม (IDT: Innovation Diffusion Theory) แบบจ�ำลองการจูงใจ (MM: 

Motivational Model) และแบบจ�ำลองการยอมรับเทคโนโลยี(TAM: Technology Acceptance Model) เพื่อที่จะ

ลดข้อจํากัดของแต่ละทฤษฎีและเพิ่มประสิทธิภาพในการประเมิน 

	 ในงานวิจัยนี้ได้น�ำเสนอกรอบแนวคิดการยอมรับเทคโนโลยี โดยท�ำการประเมินโดยการใช้แบบสอบถาม

กับผู้ดูแลชุมชนและลูกบ้านท่ีใช้งานระบบ ดังแสดงภาพที่ 11

ภาพท่ี 11 กรอบแนวคิดการประเมินการยอมรับเทคโนโลยีด้วย UTAUT Model

	 จากภาพที ่11 ใช้ปัจจยัทีค่าดว่าจะมผีลในการประเมนิการยอมรบัในเทคโนโลย ี7 ปัจจยั ได้แก่ เพศ บทบาท 

อายุ อาชีพ รายได้ และสถานภาพ และกลุ่มผู้ใช้งาน โดยจะประกอบด้วยชุดค�ำถาม ดังตารางที่ 2
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	 ระดับคะแนนในการประเมินโดยเป็นออกเป็น 5 ระดับ ดังแสดงในตารางที่ 3

ตารางท่ี 2 ตารางแสดงชุดค�ำถามของ UTAUT

ตัวแปรแฝง ตัวแปรสังเกตได้ ค�ำอธิบาย

ความคาดหวังในความพยายามใช้

(Effort Expectancy)

	 PE3	 เป็นระบบมีการรักษาความปลอดภัยของข้อมูล

	 EE1	 เป็นระบบที่เข้าใจง่าย

	 EE2	 เป็นระบบที่ไม่ซับซ้อน รายงานผลอย่างตรงไปตรงมา

	 EE3	 เป็นระบบช่วยลดปัญหาความปลอดภัยในที่อาศัยได้

	 SI1	 เทคโนโลยีที่ทันสมัยขึ้นมีผลต่อการเลือกใช้งานระบบ

	 SI2	 บุคคลที่ให้ความรู้มีผลต่อการเลือกใช้ระบบ

	 SI3	 สภาพสังคมในปัจจุบันมีผลต่อการเลือกใช้งานระบบ

	 FC1	 คุณมีความรู้ที่จ�ำเป็นในการใช้งานระบบ

	 FC2	 คณุมคีนรูจ้กัทีส่ามารถช่วยคณุได้เมือ่ต้องเผชญิกบัปัญหา

		  ในการใช้งานระบบ

	 FC3	 คุณมีทรัพยากรที่จ�ำเป็นในการใช้งานระบบ

	 BI1	 คุณคิดว่าจะเริ่มใช้งานระบบในทันที

	 BI2	 คุณคิดว่าจะเริ่มใช้งานระบบในอีกสักระยะ

	 BI3	 คุณคิดว่าจะเริ่มใช้งานระบบอีกหลายเดือน

	 UB1	 คุณชอบการแจ้งผลการตรวจสอบไปยังมือถือของผู้ดูแล

	 UB2	 คุณยินดีในการมอบข้อมูลชีวมิติเข้าสู่ระบบ

อิทธิพลของสังคมต่อการใช้งาน

(Social Influence)

สภาพสิ่งอ�ำนวยความสะดวก

ในการใช้งาน

(Facilitating Conditions)

พฤติกรรมความตั้งใจในการใช้งาน

(Behavior Intention)

พฤติกรรมการใช้งาน

(Use Behavior)

ตารางท่ี 3 เกณฑ์ในการสรุปผลประเมินความคิดเห็น

ระดับ คะแนนเฉลี่ย

1.	 เห็นด้วยมากท่ีสุด	 4.21 - 5.00

2.	 เห็นด้วยมาก		  3.41 - 4.20

3.	 เห็นด้วยปานกลาง	 2.61 - 3.40

4.	 เห็นด้วยน้อย		  1.81 - 2.60

5.	 เห็นด้วยน้อยท่ีสุด	 1.00 - 1.80
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ผลการทดลองและวิจารณ์ 

	 ผลการทดลองในงานวิจัยน้ีประกอบด้วยผลการประเมินประสิทธิภาพของอุปกรณ์และผลการประเมิน

การยอมรับการใช้งานอุปกรณ์ โดยผลการประเมินประสิทธิภาพด้วยการค�ำนวณค่าความถูกต้องแม่นย�ำของอุปกรณ์ 

มีค่าความแม่นย�ำ 98% และผลการประเมินการยอมรับการใช้อุปกรณ์โดยการสร้างแบบสอบถามผ่านระบบ Google  

Form โดยท�ำการให้กลุ่มตัวอย่างท้ัง 3 กลุ่ม กลุ่มละ 50 คน รวมทั้งสิ้น 150 คน ท�ำการประเมินและแสดงค่าสถิติ 

เชิงพรรณนา ดังตารางท่ี 4

ตารางท่ี 4 แสดงค่าสถิติเชิงพรรณนา

ค่าสถิติ ลักษณะทางประชากรของกลุ่มตัวอย่าง ความถี่ ร้อยละ

	 เพศ	 ชาย	 72	 48

		  หญิง	 71	 47.33

		  อื่น ๆ	 7	 4.67

	 บทบาท	 ผู้ดูแล	 24	 16.00

		  ผู้พักอาศัย	 126	 14.67

	 อายุ	 ต�่ำกว่า 20 ปี	 22	 35.33

	  	 21 – 30	 53	 32.67

		  31 – 40	 49	 12.00

		  41 – 50	 18	 4.67

		  51 – 60	 7	 0.67

		  มากกว่า 60 ปี	 1	 30.00

	 อาชีพ	 นักเรียน/นักศึกษา	 45	 12.00

		  พ่อบ้าน/แม่บ้าน	 18	 21.33

		  พนักงานภาคเอกชน	 32	 13.33

		  รับราชการ/หนักงานรัฐวิสาหกิจ	 20	 18.67

		  อาชีพอิสระ	 28	 2.67

		  อื่น ๆ	 4	 28.67

	 รายได้ต่อเดือน	 ต�่ำกว่า 15,000	 43	 31.33

		  15,001 – 30,000	 47	 30.00

		  30,001 – 45,000	 45	 6.67

		  45,001 – 55,000	 10	 3.33

		  มากกว่า 55,000	 5	 56.00
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ตารางท่ี 4 (ต่อ)

ค่าสถิติ

ตัวแปรแฝง

ลักษณะทางประชากรของกลุ่มตัวอย่าง

ค่าเฉลี่ย SD แปรผล

ความถี่ ร้อยละ

	 สถานภาพ	 โสด	 84	 44.00

		  สมรส	 66	 14.67

	 กลุ่มที่พักอาศัย	 ชุมชนท้องถ่ิน	 50	 33.33

		  ชุมชนคอนโดมิเนียม	 50	 33.33

		  ชุมชนหมู่บ้านจัดสรรค์	 50	 33.33

ตารางท่ี 5 แสดงค่าเฉลี่ยและส่วนเบ่ียงเบนมาตรฐานของตัวชี้วัด

	 ความคาดหวังในประสิทธิภาพการใช้			 

เป็นระบบมีการท�ำงานท่ีรวดเร็ว			   4.10	 0.79	 มาก

เป็นระบบมีความแม่นย�ำสูง			   4.10	 0.72	 มาก

เป็นระบบมีการรักษาความปลอดภัยของข้อมูล		  4.03	 0.84	 มาก

	 ความคาดหวังในความพยายามใช้			 

เป็นระบบที่เข้าใจง่าย			   4.07	 0.80	 มาก

เป็นระบบที่ไม่ซับซ้อน รายงานผลอย่างตรงไปตรงมา		  4.04	 0.80	 มาก

เป็นระบบช่วยลดปัญหาความปลอดภัยในท่ีอาศัยได้		  4.25	 0.70	 มากที่สุด

	 อิทธิพลของสังคมต่อการใช้งาน			 

เทคโนโลยีที่ทันสมัยขึ้นมีผลต่อการเลือกใช้งานระบบ		  3.99	 0.92	 มาก

บุคคลที่ให้ความรู้มีผลต่อการเลือกใช้ระบบ		  3.97	 0.85	 มาก

สภาพสังคมในปัจจุบันมีผลต่อการเลือกใช้งานระบบ		  3.93	 0.91	 มาก

	 สภาพสิ่งอ�ำนวยความสะดวกในการใช้งาน			 

คุณมีความรู้ที่จ�ำเป็นในการใช้งานระบบ		  4.02	 0.83	 มาก

คุณมีคนรู้จักที่สามารถช่วยคุณได้เม่ือต้องเผชิญกับปัญหาในการใช้งานระบบ	 3.93	 0.89	 มาก

ในชุมชนของท่านคุณมีความพร้อมท่ีจ�ำเป็นในการใช้งานระบบ		  4.05	 0.87	 มาก
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	 จากตารางท่ี 4 แสดงค่าสถิติเชิงพรรณนา พบว่าค่าเฉลี่ยความพึงพอใจอยู่ในระดับเห็นด้วยมาก มีค่าเฉลี่ย 

4.00 ส่วนเบี่ยงเบนมาตรฐานเฉลี่ยเท่ากับ 0.83 โดยประเด็นที่มีค่าเฉลี่ยมากที่สุด ได้แก่ การเป็นระบบช่วยลดปัญหา

ความปลอดภัยในท่ีอาศัยได้โดยมีค่าเฉลี่ยอยู่ในระดับเห็นด้วยมากที่สุด มีค่าเท่ากับ 4.25 และประเด็นที่มีค่าเฉล่ีย 

น้อยที่สุด ได้แก่ คุณคิดว่าจะเริ่มใช้งานระบบอีกหลายเดือน โดยมีค่าเฉลี่ยอยู่ในระดับปานกลาง มีค่าเท่ากับ 3.18

การแสดงค่าเฉลี่ยและส่วนเบี่ยงเบนมาตรฐานของตัวชี้วัดแบ่งตามกลุ่มทดสอบ

	 จากผลการส�ำรวจพบว่าปัจจัยท่ีมีคะแนนมากที่สุดได้แก่การเป็นระบบที่ช่วยลดปัญหาความปลอดภัย 

ในชุมชนได้ และรองลงมาได้แก่ความต้องการท่ีจะใช้งานระบบในทันที ดังแสดงในภาพที่ 12

 

ตัวแปรแฝง ค่าเฉลี่ย SD แปรผล

ตารางท่ี 5 (ต่อ)

	 พฤติกรรมความตั้งใจในการใช้งาน			 

คุณคิดว่าจะเริ่มใช้งานระบบในทันที		  4.14	 0.80	 มาก

คุณคิดว่าจะเริ่มใช้งานระบบในอีกสักระยะ		  4.03	 0.85	 มาก

คุณคิดว่าจะเริ่มใช้งานระบบอีกหลายเดือน		  3.18	 0.95	 ปานกลาง

	 พฤติกรรมการใช้งาน			 

คุณชอบการแจ้งผลการตรวจสอบไปยังมือถือของผู้ดูแล		  4.09	 0.81	 มาก

คุณยินดีในการมอบข้อมูลชีวมิติเข้าสู่ระบบ		  4.01	 0.81	 มาก

		  ค่าเฉลี่ย	 4.00	 0.83	 มาก

ภาพท่ี 12 (ก) แผนภูมิแสดงร้อยละของความต้องการในการใช้งานระบบในทันทีในแต่ละชุมชน 

(ข) ร้อยละของการเป็นระบบที่ช่วยลดปัญหาความปลอดภัยในชุมชนได้



46 วารสารวิจัยราชภัฏพระนคร สาขาวิทยาศาสตร์และเทคโนโลยี 
ปีที่ 17 ฉบับที่ 1 (มกราคม - มิถุนายน 2565)

	 จากภาพท่ี 12 (ก) พบว่ากลุ่มชุมชนท่ีมีความต้องการในการใช้ระบบในทันทีมากที่สุดได้แก่ ชุมชนหอพัก/

คอนโด รองลงมาได้แก่ชุมชนหมู่บ้านจัดสรรและชุมชนท้องถิ่นตามล�ำดับ โดยมีความเห็นว่าเป็นระบบที่ช่วยลดปัญหา

ความปลอดภัยในชุมชนได้เรียงตามล�ำดับ ได้แก่ ชุมชนหอพัก ชุมชนหมู่บ้านจัดสรร และชุมชนท้องถิ่นตามล�ำดับ

สรุป 

	 ในการทดสอบสมมติฐานของงานวิจัยน้ี ซ่ึงมี 2 ข้อ ได้แก่ เพื่อทดสอบประสิทธิภาพของอุปกรณ์การจดจ�ำ

และตรวจสอบใบหน้าว่ามคีวามแม่นย�ำอยูใ่นเกณฑ์ดแีละความพงึพอใจในการยอมรบัการใช้งานอปุกรณ์การจดจ�ำและ

ตรวจสอบใบหน้าอยู่ในเกณฑ์ดี จากผลการทดลองพบว่า ความแม่นย�ำของอุปกรณ์การจดจ�ำและตรวจสอบใบหน้า 

มีความแม่นย�ำมีค่าร้อยละ 98 อยู่ในระดับดีมาก และค่าเฉล่ียความพึงพอใจในการยอบรับเทคโนโลยี มีค่าเฉล่ียเท่ากับ 

4.00 อยู่ในระดับเห็นด้วยในการใช้เทคโนโลยีในระดับเห็นด้วยมาก ท�ำให้สามารถสรุปได้ว่า ประสิทธิภาพของอุปกรณ์

การจดจ�ำและตรวจสอบใบหน้าว่ามีความแม่นย�ำอยู่ในเกณฑ์ดีและการความพึงพอใจในการยอมรับการใช้งานอุปกรณ์

การจดจ�ำและตรวจสอบใบหน้าอยู่ในเกณฑ์ดี มีความเหมาะสมที่จะน�ำไปใช้ในชุมชน โดยชุมชนที่มีความพึงพอใจ 

มากที่สุด ได้แก่ชุมชนหอพัก ชุมชนหมู่บ้านจัดสรร และชุมชนท้องถิ่น ตามล�ำดับ 

ข้อเสนอแนะและงานวิจัยในอนาคต

	 อุปสรรคของการประยุกต์ใช้เทคโนโลยีชีวมิติในการจดจ�ำใบหน้าในงานวิจัยน้ี ได้แก่ อุปสรรคในการ 

ติดตั้งใช้งาน โดยเฉพาะการใช้งานในชุมชนท้องถ่ินท่ีเป็นระบบเปิด มีทางเข้าออกไม่แน่ชัดท�ำให้การวางจุดติดตั้ง

อุปกรณ์มีความไม่แน่นอนซึ่งอาจส่งผลให้ไม่สามารถครอบคลุมได้ทั่วทั้งพื้นที่ชุมชน อีกทั้งยังต้องระวังปัญหาการขโมย

หรือท�ำลายอุปกรณ์จากผู้ไม่ประสงค์ดี อุปสรรคอีกประการ ได้แก่ชุมชนผู้ใช้งานยังมีความกังวลเกี่ยวกับการยินยอม 

ให้ระบบท�ำการเก็บข้อมูลใบหน้าเข้าสู่ระบบซึ่งในกรณีที่ข้อมูลรั่วไหลอาจก่อให้เกิดความเสียหายกับเจ้าของใบหน้าได้ 

ดังนั้นในการน�ำไปใช้งานจริง ผู้พัฒนาควรจะให้ความส�ำคัญในเรื่องของความปลอดภัยของข้อมูลให้เป็นล�ำดับแรก ๆ

	 ในงานวิจัยน้ีเป็นการศึกษาผลการน�ำอุปกรณ์การจดจ�ำและตรวจสอบใบหน้ามาใช้ในการเฝ้าระวังคน 

แปลกหน้าที่เข้ามาในชุมชนผู้อาศัย ในการน�ำไปใช้จริงในอนาคตควรที่จะเน้นในเรื่องความปลอดภัยของข้อมูล 

สถาปัตยกรรมในการจัดเก็บข้อมูล รวมทั้งการยินยอมของผู้พักอาศัยในชุมชนนั้น ๆ อีกทั้งตัวอุปกรณ์การจดจ�ำและ

ตรวจสอบใบหน้าในงานวิจัยน้ีเป็นเพียงต้นแบบ ยังขาดในเรื่องความทนทานของตัวอุปกรณ์ 
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