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บทคัดย่อ 
ปัญหาการใช้เวลาท่ียาวนานส าหรับตรวจสอบการเข้าเรียนเป็นสาเหตุท่ีส าคัญอย่างหน่ึงส าหรับผู้สอนในปัจจุบัน 

เพื่อแก้ปัญหาดังกล่าวจึงมีหลายงานวิจัยท่ีให้ความส าคัญในการแก้ปัญหาโดยน าเสนอระบบตรวจสอบการเข้าเรียน
ด้วยวิธีการรู้จ าใบหน้า แต่จากการศึกษาค้นคว้าของผู้วิจัยพบว่า งานวิจัยเหล่าน้ันยังขาดประสิทธิภาพในการรู้จ า
ใบหน้าได้อย่างถูกต้อง และนักศึกษาไม่สามารถตรวจสอบและแจ้งแก้ไขข้อมูลเมื่อตรวจสอบผิดพลาดภายใน
ห้องเรียน ด้วยเหตุน้ีงานวิจัยน้ีมีจุดประสงค์เพื่อพัฒนาระบบตรวจสอบนักศึกษาเข้าเรียนด้วยวิธีการรู้จ าใบหน้าท่ีมี
ความถูกต้องสูง และมีระบบกลไกท่ีท าให้นักศึกษาสามารถตรวจสอบได้ง่าย โดยได้ท าการทดลองตรวจสอบหาวิธีการ
รู้จ าใบหน้าท่ีมีความถูกต้องสูงท่ีสุดจากเทคนิคท่ีเป็นท่ีนิยม 3 เทคนิค คือ เทคนิค Eigenface recognition เทคนิค 
Fisherface recognition และเทคนิค Local Binary Pattern Histograms (LBPH) recognition เพื่อน าไปใช้ใน
ระบบท่ีพัฒนา ซ่ึงจากการทดลองความสามารถของระบบพบว่า LBPH recognition มีความถูกต้องในการระบุตัวตน
สูงถึง 94.21 เปอร์เซนต์ นอกจากน้ียังได้พัฒนาวิธีการแสดงผลการตรวจสอบแบบเรียลไทม์บนเว็บแอพพลิเคชั่น
เพื่อใหนั้กศึกษาสามารถตรวจสอบและแจ้งแก้ไขในกรณีท่ีมีผลการตรวจสอบผิดพลาด 
 

ค าส าคัญ : ระบบตรวจสอบนักศึกษาเข้าเรียน  การรู้จ าใบหน้า  การตรวจจับใบหน้าแบบเรียลไทม์ 
 

Abstract 
In recent years, spending a lot of time to check  students' attendance becomes a problem 

for lecturers. In order to solve this problem, many researchers proposed automated student 
attendance systems with face recognition technologies. However, those proposed systems still 
have the problems of recognition accuracy.  Also, they do not have the system for students to 
check their attendance results and correct the results of false detection. In this paper, the 
attendance monitoring system with face recognition technologies has been proposed in order to 
improve the accuracy of face detection and solve the conventional problems. The experiments 
were conducted on the accuracy of Eigenface recognition, Fisherface recognition, and Local Binary 
Pattern Histogram (LBPH) recognition in order to select the best face recognition technology for 
the proposed system. Experimental results show that LBPH recognition has the highest accuracy 
of 94.21%. Moreover, the proposed system also allows  students to confirm their attendance 
results on web application,thereby asking the lecturer to correct any false detection results. 
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1. บทน า  
 การเรียนการสอนในแต่ละคาบเรียนน้ันจะมีการ
ตรวจสอบการเข้าเรียนของนักศึกษา โดยอาจารย์
ประจ าวิชาจะขานชื่อนักศึกษาแต่ละคนและให้นักศึกษา
ขานรับ วิธีการดังกล่าวน้ันท าให้เสียเวลาการสอนไปกับ
การตรวจสอบการเข้าเรียนในกรณี ท่ีในห้องเรียนมี
นักศึกษาจ านวนมาก ซ่ึงในบางครั้ งอาจเกิดความ
ผิดพลาดในการตรวจสอบการเข้าเรียนได้ เช่น อาจารย์
ผู้สอนลืมตรวจสอบการเข้าเรียน นักศึกษาไม่ได้ยินเมื่อ
ถูกขานชื่อ การขานข้ามชื่อ เป็นต้น และในบางรายวิชา
เก็บข้อมูลการตรวจสอบการเข้าเรียนไว้ในกระดาษท า
ให้ยากต่อการน ามาใช้งาน เน่ืองจากข้อมูลถูกเก็บอย่าง
ไม่ เป็ น ระบบ  เพื่ อ แก้ ปั ญ หาดั งกล่ าวข้ างต้ น จึ ง
จ าเป็นต้องมีวิธีการท่ีสามารถตรวจสอบการเข้าเรียน
ของนักศึกษาโดยใช้เวลาในการตรวจสอบการเข้าเรียน
น้อยท่ีสุด 
 เทคนิคการรู้จ าใบหน้า (Face recognition) เป็น
เทคนิคส่วนห น่ึ งของเทคโนโลยีปัญญ าประดิษฐ์ 
(Artificial intelligence) มีประสิทธิภาพในการจดจ า
ใบหน้าของบุคคล โดยท าการจดจ าลักษณะใบหน้าของ
บุคคลโดยน าข้อมูลรูปภาพมาท าการหาคุณลักษณะ 
(Feature) บนใบหน้าแล้วบันทึกข้อมูลลงฐานข้อมูล 
จากน้ันท าการระบุตัวตนโดยการค านวนเปรียบเทียบ
ความแตกต่างระหว่างข้อมูลใบหน้าปัจจุบันกับข้อมูล
ใบหน้าของบุคคลท่ีบันทึกไว้ในฐานข้อมูล ในปัจจุบันมี
การน าเทคนิคการรู้จ าใบหน้าไปประยุกต์ใช้กับงานท่ี
เกี่ ย วข้ อ งกั บ ก ารยื น ยั น ตั วตนอย่ างแพ ร่ ห ล าย 
ยกตัวอย่างเช่น งานตรวจสอบการเข้าท างานของ
พนักงาน [1] งานตรวจสอบหาบุคคลต้องสงสัย และ
งานรักษาความปลอดภัย [2] เป็นต้น ข้อดีของการ
ยืนยันตัวตนด้วยเทคนิคการรู้จ าใบหน้าเมื่อเปรียบเทียบ
กับการยืนยันตัวตนด้วยอื่นอย่างการแสกนลายน้ิวมือ 
[3] การยืนยันตัวตนด้วย RFID [4] หรือการแสกน QR 
code [5] คือการใช้เวลาส าหรับยืนยันตัวตนท่ีรวดเร็ว
ไม่เป็นภาระกับผู้ท าการยืนยันตัวตนและสามารถท าการ
ยืนยันตัวตนได้หลายคนในเวลาเดียวกัน จากข้อดี
ดังกล่าวจึงมีการน าเอาเทคนิคการรู้จ าใบหน้ามา
ประยุกต์ใช้ในระบบตรวจสอบนักศึกษาเข้าเรียนด้วย
เช่นกัน 

 ในปัจจุบันมีหลายงานวิจัยท่ี ได้พัฒนาระบบ
ตรวจสอบการเข้าเรียนของนักศึกษาโดยน าวิธีการรู้จ า
ใบหน้า [6-12] ยกตัวอย่างเช่น งานวิจัย [12] พัฒนา
ระบบส าหรับตรวจสอบการเข้าเรียนของนักศึกษาโดย
ใช้เทคนิครู้จ าใบหน้าในการระบุตัวตน และส่งสรุปผล
การเข้าเรียนไปยังอีเมลของอาจารย์ประจ าวิชาเมื่อจบ
คาบเรียน แต่ประสิทธิภาพในการรู้จ าใบหน้ายังมีความ
ผิดพลาดค่อนข้างสูงถึง 22% ด้วยเหตุน้ีงานวิจัยน้ีจึง
พัฒนาระบบตรวจสอบการเข้าเรียนของนักศึกษาด้วย
วิธีการรู้จ าใบหน้าท่ีมีความถูกต้องในการตรวจสอบการ
เข้าเรียนของนักศึกษาท่ีสูงขึ้นและมีระบบกลไกท่ีท าให้
ผู้ใช้งานน าไปใช้ได้สะดวกมากขึ้น  
 ปัจจัยหน่ึงท่ีท าให้การระบุตัวตนขาดความถูกต้อง
ส าหรับเทคนิคการระบุตัวตน น้ันคือแสง [13-18] 
เนื่องจากแสงมีส่วนท าให้ข้อมูลลักษณะเด่นท่ีอยู่ในภาพ
เปลี่ ยนแปลงและ เกิ ดความคลาดเคลื่ อนในการ
ตรวจสอบหาความใกล้เคียง เพื่อแก้ปัญหาน้ีงานวิจัยน้ี
จึงท าการทดสอบหาวิธีการระบุตัวตนท่ีให้ค่าความ
ถูกต้องมากท่ีสุดในสภาวะท่ีความเข้มของแสงขณะฝึก
ข้อมูล (Training Data) กับเวลาระบุตัวตนแตกต่างกัน 
(Testing Data) จาก น้ันจึ งน าวิธีการท่ี ให้ ค่ าความ
ถูกต้องมากท่ีสุดมาใช้เพื่อพัฒนาระบบ และเพื่อเพิ่ม
ความถูกต้องในการระบุตัวตนจากวิธีการดั้ งเดิม 
งานวิจัยน้ีจึงได้น าเสนอวิธีการก าหนดกลุ่มใบหน้าท่ี
ตรวจจับได้ภายในช่วงเวลาท่ีต่อเน่ืองกันและอยู่ ใน
ต าแหน่งท่ีใกล้เคียงกันให้เป็นสมาชิกในกลุ่มเดียวกัน 
จากน้ันท าการเปรียบเทียบข้อมูลรูปภาพในกลุ่มท้ังหมด
กับใบหน้าท่ีเก็บในฐานข้อมูล และเลือกใบหน้าท่ีให้ผล
ลัพธ์ท่ีดีท่ีสุดมาเป็นผลการระบุตัวตน นอกจากน้ีเพื่อให้
ระบบท่ีพัฒนาน าไปใช้ได้สะดวกผู้วิจัยจึงได้เพิ่มการ
แสดงผลการระบุตัวตนแบบออนไลน์เพื่อให้นักศึกษาท่ี
ระบุตัวตนผิดพลาดสามารถแจ้งแก้ไขข้อมูลได้ 
 งานวิจัยน้ีได้เสนอแนวคิดความรู้พื้นฐานและ
งานวิจัยท่ีเกี่ยวข้อง การพัฒนาระบบ ผลการวิจัย 
สรุปผลวิจัยและข้อเสนอแนะ 
2. ความรู้พื้นฐานและงานวิจัยที่เกี่ยวข้อง 

ในหัวข้อน้ีจะกล่าวถึงความรู้พื้นฐานท่ีเกี่ยวข้อง
กับการพัฒนาระบบตรวจสอบนักศึกษาเข้าเรียนด้วยวิธี
รู้จ าใบหน้า และรายละเอียดงานวิจัยท่ีเกี่ยวข้องกัน 
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2.1. Haar cascades 
ระบบตรวจสอบการเข้าเรียนของนักศึกษาน้ีได้ใช้

เทคนิคการตรวจจับใบหน้าโดยใช้ Harr cascades [19] 
ซ่ึงเป็นเทคนิคท่ีมีความเร็วและความถูกต้องในการ
ตรวจจับใบหน้าสูงเมื่อเปรียบเทียบกับเทคนิคการ
ตรวจจับใบหน้าแบบดั้งเดิม โดยแนวคิดของเทคนิคน้ีคือ 
ท าการตรวจสอบหากลุ่มพิกเชลบนภาพท่ีมีค่าใกล้เคียง
กับ Harr-like feature ดังแสดงตัวอย่างใน Figure 1 
เพื่อตัดสินว่ากลุ่มพิกเซลน้ันเป็นใบหน้าบุคคลหรือไม่  

 

 
Figure 1 Harr-like feature 

2.2. เทคนิคการรู้จ าใบหน้า 
เทคนิคการรู้จ าใบหน้าเป็นเทคโนโลยีส่วนหน่ึง

ของเทคโนโลยีปัญญาประดิษฐ์ ท่ีท าการจดจ าลักษณะ
ใบหน้าของบุคคลโดยน าข้อมูลรูปภาพมาท าการหา
ลักษณะพิเศษ แล้วบันทึกข้อมูลลงฐานข้อมูล จากน้ัน
ท าการระบุตัวบุคคลได้จากการประมวลผลเปรียบเทียบ
กับข้อมูลใบหน้าของบุคคลท่ีบันทึกไว้ในฐานข้อมูล โดย
ตัวอย่างเทคนิคการรู้จ าใบหน้าท่ีนิยมใช้ในปัจจุบันคือ 
คื อ  เ ท ค นิ ค  Eigenface recognition เ ท ค นิ ค 
Fisherface recognition และเทคนิค Local Binary 
Pattern Histrograms (LBPH) 
2.2.1. เทคนิค Eigenfaces recognition 

เทคนิค Eigenfaces recognition [13] ใช้การ
วิเคราะห์องค์ประกอบหลัก (Principal component 
analysis) ของข้อมูลเป็นวิธีการท่ีมีประสิทธิภาพท่ีนิยม
ใช้เพื่อลดขนาดเมทริกซ์ของตัวแปรให้เล็กลงหรือใช้หา

ความสัมพันธ์ของข้อมูล แบ่งการท างานเป็น 2 ขั้นตอน
คือ ขั้นตอนการประมวลผลก่อน (Preprocess) และ
ขั้นตอนทดสอบ (Test)  

ขั้นตอนการประมวลผลก่อนเป็นการน าชุดภาพ
ข้อมูลส าหรับการรู้จ ามาท าการหาลักษณะเด่นในภาพ 
เริ่มจากการก าหนดให้  𝑿 = {𝒙𝟏, 𝒙𝟐, … , 𝒙𝒏} เป็นเซต
ของชุดภาพข้อมูลท่ีมีสมาชิกจ านวน 𝑛 ตัว โดยสมาชิก 
𝒙𝑖 แทนเวกเตอร์ขนาด 𝑝 × 𝑞 ซ่ึงแปลงมาจากข้อมูล
รูปภาพขนาด 𝑝 × 𝑞 พิกเซลภาพท่ี 𝑖 จากนั้นค านวนหา
ค่าเฉลี่ย 𝝁 ของสมาชิกในเซต 𝑿 ด้วยสมการท่ี (1) 

 

𝝁 =  
1

𝑛
∑ 𝒙𝑖

𝑛
𝑖=1    (1) 

 

แล้ วน า ค่ า เฉลี่ ย  𝝁 ม าค านวน หาเมตริ ก ซ์ ความ
แปรปรวนร่วม (Covariance matrix) 𝑺 Eigenvalue 
𝜆𝑖 และ Eigenvector 𝒗𝑖 ด้วยสมการท่ี (2) และ (3) 
ตามล าดับ 
 

𝑺 =  
1

𝑛
∑ (𝒙𝑖 − 𝝁)(𝒙𝑖 − 𝝁)T𝑛

𝑖=1  (2) 
 

   𝑺𝒗𝑖 = 𝜆𝑖𝒗𝑖   (3) 
 

จากน้ันเลือก Eigenvector ท่ีมีค่า Eigenvalue มาก
ท่ี สุ ด  𝑘 ล า ดั บ แ ร ก เป็ น ส ม า ชิ ก เ ซ ต  𝑾 =

{𝒗𝟏, 𝒗𝟐, … , 𝒗𝒌} แทนเซตของลักษณ ะเด่นในภาพ
จ านวน 𝑘 ต าแหน่ง สุดท้ายค านวนหาค่า Eigenface 𝒚 
ของรูปภาพ 𝒙 แต่ละรูปภาพโดยใช้ข้อมูลในเซต 𝑾 ดัง
สมการท่ี (4) 
 

                       𝒚 = 𝑾T(𝒙 − 𝝁)   (4) 
 

ส าหรับขั้นตอนการทดสอบในเทคนิค Eigenface 
recognition กระท าโดยการหาค่า Eigenface ของ
รูปภาพ ท่ีต้องการทดสอบด้วยสมการท่ี  (4 ) โดย
พารามิ เตอร์ ใน เซต 𝑾 และค่าเฉลี่ ย  𝝁 เป็น ค่า
เดียวกันกับท่ีหาได้จากขั้นตอนการประมวลผลก่อน 
จาก น้ันค านวนระยะทางแบบยุคลิด  (Euclidean 
distance) ระหว่างค่า Eigenface ของภาพส าหรับฝึก
ทุกภาพและภาพท่ีต้องการทดสอบ โดยค่าระยะทางท่ี
น้อยกว่าแสดงถึงความคล้ายกันท่ีมากกว่าของใบหน้าใน
ภาพ 
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2.2.2 เทคนิค Fisherfaces recognition 
Fisherfaces recognition [14] ใช้การวิเคราะห์

จ า แ น ก ป ร ะ เภ ท เชิ ง เส้ น  ( Linear discriminate 
analysis) เ พิ่ ม เ ติ ม เ ข้ า ม า จ า ก  Eigenfaces 
recognition เพื่อเพิ่มความถูกต้องในการจ าแนกข้อมูล
ในกรณีท่ีไม่สามารถหาลักษณะเด่นในภาพได้ครบถ้วน 
แบ่ งการท างาน เป็ น  2 ขั้ น ตอน เช่ น เดี ย วกั นกั บ 
Eigenfaces recognition คือ ขั้นตอนการประมวลผล
ก่อนและขั้นตอนทดสอบ 

ขั้นตอนการประมวลผลก่อน เป็นการน าชุดภาพ
ข้อมูลส าหรับการรู้จ ามาท าการแบ่งกลุ่มก่อนหา
ลักษณะเด่น โดยภาพท่ีมาจากบุคคลเดียวกันให้อยู่ใน
กลุ่มเดียวกัน จากน้ันค านวนค่าการกระจายตัวระหว่าง
กลุ่ม 𝑆𝐵 และค่าการกระจายตัวภายในกลุ่ม 𝑆𝑊 ด้วย
สมการ (5) และสมการ (6) ตามล าดับ 

 

      𝑆𝐵 = ∑ 𝑁𝑖(𝝁𝑖 − 𝝁)(𝝁𝑖 − 𝝁)T𝑐
𝑖=1     (5) 

 

   𝑆𝑊 = ∑ ∑ (𝒙𝑗 − 𝝁𝑖)(𝒙𝑗 − 𝝁𝑖)
T 

𝑥𝑗𝜖𝑋𝑖

𝑐
𝑖=1   (6) 

 

โดย 𝑐 คือจ านวนกลุ่ม 𝑁𝑖 คือจ านวนภาพของข้อมูล
กลุ่ม 𝑖  𝝁𝑖 คือค่าเฉลี่ยของข้อมูลกลุ่ม 𝑖 𝝁 คือค่าเฉลี่ย
ของทุกข้อมูล และ 𝒙𝑗 คือเวกเตอร์ขนาด 𝑝 × 𝑞 ท่ีอยู่ใน
กลุ่ม 𝑖 จากน้ันค านวณหาเมตริกซ์ ท่ีประกอบด้วย 
Orthonormal basis ท่ีมีค่าลักษณะเฉพาะท่ีมากท่ีสุด 
𝑾𝑜𝑝𝑡 ด้วยสมการ (7) 
 

         𝑾𝑜𝑝𝑡 = arg 𝑚𝑎𝑥𝑊
|𝑾T𝑆𝐵𝑾|

|𝑾T𝑆𝑊𝑾|
   (7) 

 

จากน้ันท าการค านวนหาค่า Fisherface 𝒚 ของรูปภาพ 
𝒙 แต่ละรูปภาพด้วยสมการท่ี (4) โดยเปลี่ยนจากเซต 
𝑾 เป็น 𝑾𝑜𝑝𝑡 

ส า ห รั บ ขั้ น ต อ น ก า ร ท ด ส อ บ ใน เท ค นิ ค 
Fisherface recognition ก ร ะ ท า เห มื อ น กั บ ก า ร
ท ด ส อ บ ใ น  Eigenface recognition โ ด ย ก า ร
เปรียบเทียบ ค่าระยะทางแบบยุคลิด  ระหว่างค่า 
Fisherface ของภาพส าหรับฝึกทุกภาพและภาพท่ี
ต้องการทดสอบ 

 
 

2.2.3. เทคนิค Local Binary Pattern Histograms 
(LBPH) recognition 

Local Binary Pattern Histograms (LBPH) 
recognition [15] เป็นเทคนิคการระบุตัวตนโดยอาศัย 
Local binary pattern ท่ี เป็ น เท ค นิ คส าห รั บ ก าร
แยกแยะรูปแบบลักษณะพิเศษในรูปภาพ โดยน าค่า 
LBP ท่ีค านวนได้ในแต่ละพิกเซลมาท า Histogram 
ส าหรับการระบุลักษณะพิเศษในใบหน้า แบ่งการท างาน
เป็ น  2 ขั้ น ต อ น เช่ น เดี ย ว กั น กั บ  Eigenfaces 
recognition คือ ขั้นตอนการประมวลผลก่อนและ
ขั้นตอนทดสอบ 

ขั้นตอนการประมวลผลก่อน เริ่มจากการแปลง
ชุดภาพข้อมูลส าหรับการรู้จ าแต่ละพิกเซลเป็นค่า LBP 
ด้วยสมการท่ี (8) 

 

   𝐿𝐵𝑃(𝑥𝑐 , 𝑦𝑐) = ∑ 2𝑝𝑓(𝑖𝑝 − 𝑖𝑐)P−1
𝑝=0     (8) 

 

เมื่อ (𝑥𝑐 , 𝑦𝑐) แทนต าแหน่งพิกเซลท่ีสนใจ มีค่าเท่ากับ 
𝑖𝑐 𝑖𝑝 แทนค่าในพิกเซลรอบข้างพิกเซลท่ีสนใจ (𝑥𝑝, 𝑦𝑝)  
มีจ านวนท้ังหมด P จุด โดยหาต าแหน่งของพิกเซลรอบ
ข้างท่ีมีรัศมีเท่ากับ 𝑅 ได้ด้วยสมการท่ี (9) 
 

𝑥𝑝 = 𝑥𝑐 + 𝑅𝑐𝑜𝑠
2𝜋𝑝

P

𝑦𝑝 = 𝑦𝑐 − 𝑅𝑐𝑜𝑠
2𝜋𝑝

P

                  (9) 

 

และ 𝑓(𝑥) แทนฟังก์ชั่นดังแสดงในสมการที่ (10) 
 

            𝑓(𝑥) = {
0,           𝑥 ≥ 0
1,           𝑥 < 0

       (10) 
 

จากน้ันท าการแบ่งรูปภาพเป็นส่วน ๆ โดยแต่ละส่วนมี
ลักษณะเป็นสี่เหลี่ยมจตุรัสท่ีขนาดเท่ากันแล้วจึงค านวน
หาค่า histogram ของแต่ละพื้นท่ีท่ีแบ่งไว้ 

ส าหรับขั้นตอนการทดสอบในเทคนิค Local  
Binary Pattern recognition กระท าโดยน าภาพท่ีจะ
ทดสอบมาค านวนค่า LBP แล้วแบ่งรูปภาพเป็นส่วน ๆ 
พร้อมค านวนหาค่า Histogram ของแต่ละพื้นท่ีท่ีแบ่ง
ไว้ จากน้ันค านวนหา Chi-square ระหว่างภาพท่ีจะ
ทดสอบกับภาพส าหรับฝึกทุกภาพ 
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2.3. งานวิจัยที่เกี่ยวข้อง 
งานวิจัยท่ีเกี่ยวข้องในการพัฒนาระบบตรวจสอบ

นักศึกษาท่ีเข้าเรียนด้วยการรู้จ าใบหน้ามีรายละเอียด
ดังน้ี  

Shireesha Chintalapati และ  M.V. Raghunadh 
[12] พัฒนาระบบส าหรับตรวจเช็คนักศึกษาท่ีเข้าเรียน
โดยใช้เทคนิครู้จ าใบหน้าในการระบุตัวตน และส่ง
สรุปผลการเข้าเรียนไปยังอีเมลของอาจารย์ประจ าวิชา
เมื่อจบคาบเรียน การท างานของระบบเริ่มต้นโดยการ
น าภาพจากกล้องแต่ละเฟรมมาท าการแปลงภาพให้เป็น
ระดับสีขาวด า เพื่อน าไปตรวจหาใบหน้าภายในภาพ 
เมื่ อ ได้รูปภาพใบหน้าจะน าไปผ่านกระบวนการ  
Histogram equalization และปรับขนาดรูปภาพให้มี
ขนาด 100 X 100 พิกเซล ซ่ึงรูปภาพดังกล่าวจะถูก
น าไปใช้ในกระบวนการจัดกลุ่มเพื่อใช้ในการระบุตัวตน 
โด ย ใน ระ บ บ มี เท ค นิ ค รู้ จ า ใบ ห น้ า  Eigenfaces 
recognition, Fisherface recognition แ ล ะ  Local 
Binary Pattern Histogram recognition ให้ เลือกใช้ 
โด ยผ ลก ารท ดลอ งใช้ ง าน ระบ บ พ บ ว่ า เท ค นิ ค 
Fisherface recognition มีความถูกต้องท่ีสุดท้ังการ
ระบุตัวบุคคลด้วยภาพน่ิงและวิดีโอ ซ่ึงมีความถูกต้องท่ี 
95% และ 78% ตามล าดับ งานวิจัยน้ีมีปัญหาเรื่อง
ความถูกต้องเมื่อน าไปใช้ในห้องท่ีมีปริมาณแสงไม่
เท่ากันกับในภาพส าหรับการรู้จ าและยังไม่มีระบบ
ส าหรับการแก้ไขผลการระบุตัวตน เนื่องจากมีการส่งผล
สรุปไปทางอีเมลเมื่อจบคาบเรียนเท่าน้ัน  

J. G. RoshanTharanga และคณะ [1] พัฒนา
ระบบส าหรับบันทึกข้อมูลการเข้างานของพนักงานด้วย
เทคโนโลยีรู้จ าใบหน้า ซ่ึงในระหว่างท่ีพนักงานเดินผ่าน
กล้อ งวงจรปิ ดจะสามารถระบุ ตั วบุ คคลได้ แบบ
ทันทีทันใด และบันทึกการเข้างานของบุคคลน้ัน การ
ท างานเริ่มต้นเมื่อกระท าการตรวจจับใบหน้าด้วย Haar 
cascade จากกล้องวงจรปิด และน ารูปภาพใบหน้าไป
ผ่านกระบวนการ Histogram equalization เพื่ อใช้ 
Eigenface recognition ส าหรับการระบุตัวตน โดยมี
ความถูกต้องในการระบุตัวตน 68% ซ่ึงต่ ากว่าผลลัพธ์
จากงานวิจัยท่ี [12] 

Yohei kawaguchi และ คณะ [9] พัฒนาระบบ
ตรวจสอบนักศึกษาเข้าเรียนด้วยเทคนิคการรู้จ าใบหน้า

เช่นกัน งานวิจัยน้ีมุ่งเป้าหมายท่ีการพัฒนาระบบท่ี
สามารถตรวจสอบนักศึกษาระหว่างท่ีก าลังเรียนใน
ห้องเรียน โดยติดตั้งกล้อง 2 ตัวไว้ท่ีเพดานและหน้า
ห้องเรียน ภาพท่ีได้มาจากกล้องท่ีติดตั้งบนเพดาน
น ามาใช้ในการระบุต าแหน่งท่ีนักศึกษาน่ังอยู่ในห้อง 
กล้องท่ีติดตั้งหน้าห้องน าข้อมูลต าแหน่งท่ีนักศึกษาน่ัง
มาวิเคราะห์ เพื่ อปรับต าแหน่งและมุมกล้องไปหา
นักศึกษาคนน้ัน และเมื่อนักศึกษามองมาท่ีหน้าห้องจะ
ท าการบันทึกภาพน้ันมาใช้ในการระบุตัวตนต่อไป โดย
ในการระบุตัวตนได้น าเทคนิค Eigenface recognition 
มาใช้งาน งานวิจัยน้ีมีปัญหาด้านการน าไปใช้งาน
เน่ืองจากการติดตั้งระบบกล้อง 2 ตัว ในห้องเรียนทุก
ห้องใช้งบประมาณท่ีสูง อีกท้ังยังขาดความถูกต้อง
เน่ืองจากการน่ังบดบังมุมกล้องของนักศึกษาคนท่ีน่ัง
ข้างหน้าด้วยเช่นกัน 

เนื่องจากแสงมีส่วนท าให้ข้อมูลลักษณะเด่นท่ีอยู่
ในภาพเปลี่ยนแปลงและเกิดความคลาดเคลื่อนในการ
ตรวจสอบหาความใกล้ เคียง จึงจ าเป็นต้องมีการ
ตรวจสอบหาผลกระทบเกี่ยวกับแสงด้วย โดย Manop 
Phankokkruad และ  Phichaya Jaturawat [16-18] 
ได้น าเสนองานวิจัยท่ีเกี่ยวข้องกับการทดสอบเกี่ยวกับ
แสง และปัจจัยต่าง ๆ ท่ีมีผลกระทบกับความแม่นย าใน
การระบุตัวตน   

งานวิจัยท่ี [16] กล่าวถึงการทดสอบประสิทธิภาพ
ของการส่งสัญญาณข้อมูลส าหรับการตรวจจับและระบุ
ตัวตนโดยใช้ Haar cascades ในการตรวจจับใบหน้า 
ซ่ึ ง ได้ ท ดล อ งไว้ ว่ าส าม ารถต รวจจั บ ใบ ห น้ าใน
สภาพแวดล้อมท่ีมีแสงน้อยได้ จากข้อมูลในงานวิจัย
ดั งก ล่ าวท า ให้ ท ราบ ว่ า  Haar cascade ส ามารถ
ตรวจจับใบหน้าได้แม้กระท่ังในสถานท่ีท่ีมีแสงน้อย 
และเหมาะท่ีน ามาประยุกต์ใช้ในงานวิจัยน้ี นอกจากน้ี
งานวิจัยดังกล่าวได้พัฒนาระบบท่ีใช้ในการยืนยันตัวตน
ผ่านระบบเว็บแอพพลิเคชั่นซ่ึงสะดวกและสามารถ
น าไปใช้ในห้องเรียนต่าง ๆ ได้ง่าย เพียงแต่ระบบท่ี
พัฒนาจ าเป็นต้องมีการเชื่อมต่อกับเครือข่ายตลอดเวลา
เพื่อยืนยันตัวตน จึงมีข้อจ ากัดในการน าไปใช้งานภายใน
ห้องเรียนท่ีสัญญาณอินเตอร์เน็ตไม่ครอบคลุม  

งานวิจัยท่ี [17] ได้ท าการทดสอบประสิทธิภาพใน
การระบุตัวตนด้วยเทคนิค Eigenfaces recognition, 
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Fisherfaces recognition แ ล ะ  LBPH recognition 
โดยได้ท าการทดสอบประสิทธิภาพการระบุตัวตนของ
ท้ังสามเทคนิค ในสภาพแวดล้อมท่ีต่างกันเรื่องแสง 
ความละเอียดของภาพ และสัญญาณรบกวนในวีดีโอ 
จากการทดลองพบว่า LBPH recognition ให้ค่าความ
แม่นย าท่ีมากท่ีสุด ซ่ึงเป็นการสนับสนุนผลการทดลอง
ของงานวิจัยน้ีท่ีจะกล่าวถึงในบทต่อไป โดยในงานวิจัย
ท่ีน าเสนอน้ีได้ท าการทดสอบประสิทธิภาพในมุมมองท่ี
เกี่ ย ว ข้ อ ง กั บ จ า น ว น รู ป ภ า พ  แ ล ะ ก า ร ป รั บ
ค่าพารามิเตอร์ท่ีเหมาะสมในการรู้จ า และระบุตัวตน
เพิ่ ม เติม เน่ืองจากระบบท่ีพัฒนาต้องท าการเก็บ
ข้อมูลภาพในการระบุตัวตนบนระบบคลาวด์ซ่ึงท าให้ใช้
เวลาในการประมวลผลท่ีนานขึ้นหากมีจ านวนรูปภาพ
ส าหรับรู้จ ามากเกินไป  

 

3. การพัฒนาระบบ  
ในหัวข้อ น้ีกล่าวถึงภาพรวมการท างานและ

ตัวอย่างท่ีพัฒนา และวิธีการเพิ่มความถูกต้องในการ
ระบุตัวตนท่ีน ามาใช้ในระบบท่ีพัฒนา 
3.1. ภาพรวมการท างานของระบบ 

ระบบตรวจสอบการเข้าเรียนของนักศึกษาด้วย
การรู้จ าใบหน้าประกอบด้วย 4 ส่วน ได้แก่  ส่วน
ตรวจจับใบหน้า ส่วนประมวลผลรู้จ าใบหน้า ส่วน
บันทึกข้อมูลและตรวจสอบการเข้าเรียน และส่วน
แสดงผล โดยมีล าดับการท างานดังแสดงใน Figure 2 
และแต่ละส่วนมีรายละเอียดดังนี้ 

 
 
 

 
Figure 2 The architecture of student attendance system with face recognition techniques

1. ส่วนตรวจจับใบหน้า งานวิจัยน้ีได้ใช้เทคนิค 
Haar cascade ในการตรวจสอบ เนื่องจากเป็นเทคนิค
ท่ีมีความถูกต้องสูงและใช้เวลาในการประมวลผล
ค่อนข้างน้อย [16,19] จึงเหมาะกับการตรวจจับใบหน้า
คนแบบเรียลไทม์ ดัง Figure 3 แสดงตัวอย่างเมื่อระบบ
ตรวจสอบพบหน้าคนจะขึ้นกรอบสี่เหลี่ยม โดยระบบท่ี
พัฒนาสามารถตรวจจับใบหน้าได้หลายคนในเวลา
เดียวกัน และในการติดตั้งระบบจริงน้ันผู้สอนสามารถ
น ากล้องติดตั้งท่ีหน้าห้องหรือประตูเข้าห้องท่ีนักศึกษา
เดินผ่าน ซ่ึงจากรูปเป็นตัวอย่างท่ีเกิดจากการติดตั้ง

กล้องท่ีหน้าห้องเพื่อท าการตรวจสอบการเข้าเรียนใน
ระหว่างสอน 

 

 
Figure 3 Face detection results  

in the classroom 
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2. ส่วนประมวลผลรู้จ าใบหน้า ในส่วนน้ีคือ
หัวใจหลักของระบบ เป็นโปรแกรมท่ีพัฒนาและติดต้ังท่ี
คอมพิวเตอร์ของผู้สอน โดยส่วนประมวลผลรู้จ าใบหน้า
จะดึงข้อมูลจากฐานข้อมูล (งานวิจัยน้ีได้น า Google 
drive ม า ป ร ะ ยุ ก ต์ ใช้ เป็ น ฐ า น ข้ อ มู ล ) เพื่ อ ม า
เปรียบเทียบการรู้จ าใบหน้าของผู้ทดสอบกับข้อมูลท่ีมี
ในระบบ ถ้าผู้ทดสอบมีความคล้ายคลึงมากกว่าท่ีระบบ
ได้ตั้งเกณฑ์ขั้นต่ าไว้ ระบบก็จะท านายว่าผู้ทดสอบน้ัน
คือใคร ดัง Figure 4 เมื่อนักศึกษาเดินผ่านกล้องที่ติดไว้
ท่ีหน้าห้องและมองท่ีกล้อง ระบบสามารถระบุตัวตนได้
ถูกต้องโดยดูจากหมายเลข 1 (Figureใช้ในการฝึกสอน) 
และหมายเลข 2 (Figureใช้ในการทดสอบ) ว่าเป็นคน 
ๆ  เดี ยวกั น  โดย ในระบบ ท่ีพัฒ นาได้ ใช้ ไลบราลี 
OpenCV [20] ซ่ึ ง เป็ น ไล บ ร า ลี ส า ห รั บ ก า ร ท า 
computer vision แบบโอเพนซอร์ส 

 

 
Figure 4 Example of face detection interfaces 

 
3. ส่วนบันทึกข้อมูลการตรวจสอบการเข้าเรียน  

เมื่อท าการระบุตัวตนเสร็จสิ้นจะส่งผลการระบุตัวตนไป
ยังส่วนบันทึกข้อมูลการตรวจสอบการเข้าเรียน ส าหรับ
การบันทึกผลลัพธ์การตรวจสอบการเข้าเรียนในแต่ละ
คาบเรียนได้ท าการประยุกต์ใช้ Google spreadsheet 
เป็นฐานข้อมูลอย่างง่ายบนเครือข่ายคลาวด์ เช่นกัน 
เนื่องจากในการเรียนการสอนในหน่ึงภาคการศึกษา มี
โอกาสท่ีใช้ห้องเรียนท่ีแตกต่างกันในแต่ละวัน หรืออาจ
มีการเรียนการสอนนอกสถานท่ีเกิดขึ้น ดังน้ันการใช้
ระบบเครือข่ายแบบดั้งเดิมดั่งงานวิจัยก่อนหน้าจะท าให้
ไมส่ะดวกในการใช้งานได ้

 4. ส่วนแสดงผลข้อมูลการตรวจสอบการเข้า
เรียน ในการแสดงผลข้อมูลการตรวจสอบการเข้าเรียน
ของงานวิจั ย น้ี ได้ ใช้  Google sites ซ่ึ งเป็ น เว็บบน
เครือข่ายคลาวด์ดังแสดงในFigure 5 ท าให้นักศึกษา
สามารถเข้าถึงข้อมูลได้สะดวกขึ้น และสามารถแจ้ง
แก้ไขข้อมูลการระบุตัวตนแก่ผู้สอนเมื่อระบบท างาน
ผิดพลาดได้ภายในคาบเรียน ซ่ึงแตกต่างจากงานวิจัย
ก่อนหน้าท่ีไม่มีช่องทางให้นักศึกษาได้ตรวจสอบผลการ
ตรวจสอบการเข้าเรียน นอกจากน้ีในส่วนประมวลผล
รู้จ าใบหน้าจะมีหน้าจอแสดงผลลัพธ์การเข้าเรียนพร้อม
หน้าเปรียบเทียบให้ได้เห็นด้วยดังแสดงตัวอย่างใน
Figure 6 เพื่อท่ีจะให้ผู้สอนสามารถตรวจสอบความ
ถูกต้องของผลการตรวจสอบและสามารถแก้ไขข้อมูลใน 
Google spreadsheet หากผลการตรวจสอบ น้ี ไม่
ถูกต้อง 
 

 
Figure 5 Attendance results in Google Sites 

 
Figure 6 Attendance results in program part
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Figure 7 Face detection results using multiple detection results with continuous time sequence

3.2. การตรวจจับใบหน้าในช่วงเวลาท่ีต่อเนื่องกัน 
การน าระบบตรวจจับใบหน้ามาตรวจจับใบหน้า

ในภาพเคลื่อนไหวอาจท าให้ความแม่นย าในการระบุ
ตัวตนลดลง เน่ืองจากวิธีการระบุตัวตนจะกระท าการ
ระบุตัวตนทุกครั้งท่ีตรวจจับใบหน้าได้ หากมีบุคคลเดิน
ผ่านมาท่ีกล้องและระบบท าการตรวจจับใบหน้าได้อย่าง
ต่อเน่ือง ระบบจะน าเอาข้อมูลใบหน้าท่ีตรวจจับได้ไป
ท าการระบุตัวตนทุกครั้ง ซ่ึงมีโอกาสท่ีผลการระบุตัวตน
เกิดความคลาดเคลื่อน ท าให้มีการบันทึกข้อมูลท่ี
ผิดพลาดตามมา 

เพื่อลดโอกาสเกิดปัญหาดังกล่าว ระบบท่ีพัฒนา
ได้เพิ่มกลไกในการเพิ่มความแม่นย าในการระบุตัวตน
โดยวิธีการก าหนดกลุ่มใบหน้าท่ีตรวจจับได้ภายใน
ช่วงเวลาท่ีต่อเน่ืองกันและอยู่ในต าแหน่งท่ีใกล้เคียงกัน
ให้ เป็ นสมาชิ ก ในกลุ่ ม เดี ย วกั น  จ าก น้ั นท าก าร
เปรียบเทียบข้อมูลรูปภาพในกลุ่มท้ังหมดกับใบหน้าท่ี
เก็บในฐานข้อมูล และเลือกผลการระบุตัวตนท่ีดีท่ีสุด 
(มีความคล้ายกันมากท่ีสุด) มาเป็นผลการระบุตัวตน
สุดท้าย วิธีการนี้อาศัยหลักการที่ว่าใบหน้าท่ีตรวจจับได้
ใน เฟรมภาพท่ีติดกันสองเฟรม และมีต าแหน่ง ท่ี
ตรวจจับใบหน้าได้ในภาพท้ังสองเฟรมห่างออกจากกัน
ไม่เกินระยะท่ีก าหนดย่อมมีโอกาสเป็นใบหน้าของ
บุคคลคนเดียวกัน  

ตั วอย่ างการตรวจจับ ใบห น้าในช่วงเวลา ท่ี
ต่อเน่ืองกันแสดงในFigure 7 (Figure 7) โดยเมื่อนาย 
A เดินเข้ามาท่ีกล้องภาพผลการตรวจจับใบหน้าในเฟรม
ท่ีหน่ึงคือนาย A ท่ีให้ค่าความใกล้เคียงกับภาพทดสอบ 
84.570 % ในเฟรมท่ีสองผลการตรวจจับใบหน้าคือ
นาย  A ท่ี ให้ ค่ าความ ใกล้ เคี ย งกั บ ภ าพท ดสอ บ 
74.040 % ในเฟรมท่ีสามไม่สามารถระบุตัวตนได้
เน่ืองจากมีภาพทดสอบท่ีใกล้เคียงมากกว่าหน่ึงภาพ 

และเฟรมสุดท้ายเมื่อก าลังออกจากกล้องผลการ
ตรวจจับใบหน้าคือนาย B ท่ีให้ค่าความใกล้เคียงกับ
ภาพทดสอบ 64.159 % และเมื่ อจบการตรวจจับ
ใบหน้า ระบบจะท าการค้นหาผลการระบุตัวตนท่ีมีค่า
ใกล้เคียงท่ีสุดคือนาย A ในเฟรมท่ีหน่ึงเป็นค าตอบ
สุดท้าย 

กรณีท่ีมีการตรวจจับใบหน้าได้หลายคนในเฟรม
เดียวกัน จ านวนกลุ่มใบหน้าจะเพิ่มตามจ านวนใบหน้าท่ี
ตรวจจับได้เพิ่มขึ้น และการเลือกใบหน้าในเฟรมต่อไป
ให้อยู่ในกลุ่มเดียวกันจะพิจารณาจากค่าระยะทางแบบ
ยูคลิดระหว่างจุดศูนย์กลางของภาพในแต่ละกลุ่มกับจุด
ศูนย์กลางของใบหน้าท่ีตรวจจับได้ในเฟรมปัจจุบัน โดย
จะเลือกใบหน้าท่ีมีค่าระยะทางแบบยูคลิดท่ีสั้นท่ีสุดมา
อยู่ในกลุ่มเดียวกัน ซ่ึงวิธีการน้ีอาจเกิดปัญหาการเดิน
สลับต าแหน่งของบุคคลหน้ากล้องท าให้การเลือกกลุ่มมี
ความผิดพลาดได้ จึงจ าเป็นต้องหาวิธีการเพื่อแก้ปัญหา
น้ี  
4. ผลการวิจัย 

ในหัวข้อนี้จะกล่าวถึงการทดลองเพื่อเลือกเทคนิค
การรู้จ าใบหน้าท่ีเหมาะสมท่ีสุด และการทดสอบ
ความสามารถของระบบในสภาวะท่ีความเข้มของแสง
แตกต่างกัน 
4.1 การทดลองเพื่อเลือกเทคนิคการรู้จ าใบหน้าที่
เหมาะสมท่ีสุด 

เพื่อเลือกใช้เทคการเลือกเทคนิครู้จ าใบหน้าท่ี
เหมาะสมกับระบบตรวจสอบนักศึกษาท่ีเข้าเรียนด้วย
การรู้จ าใบหน้ามากท่ีสุด จึงท าการทดลองเปรียบเทียบ
ความถูกต้องในการรู้จ าใบหน้าของเทคนิค Eigenface 
recognition, Fisherface recognition แ ล ะ  LBPH 
recognition ในสภาวะท่ีความสว่างของแสงมีค่าคงท่ี 
โดยมีขั้นตอนการทดลองดังต่อไปน้ี 
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4.1.1 การเตรียมข้อมูลและวิธีการทดลอง 
การทดลองเริ่มต้นจากการเก็บข้อมูลด้วยวิธีการ

ถ่ายวิดีโอของนักศึกษาจ านวน 25 คน โดยให้นักศึกษา
แต่ละคนท าหน้าตรง หันหน้าไปด้านซ้าย ขวา และก้ม
หน้า ตามล าดับโดยมีแสงไฟส่องหน้าของนักศึกษา
ระหว่างบันทึกข้อมูล เมื่อท าการถ่ายวิดีโอครบทุกคน
แล้วจะท าการบันทึกใบหน้าในแต่ละเฟรมในวิดีโอของ
นักศึกษาท้ัง 25 คนภาพน่ิง คนละ 86 ภาพ ได้รูปภาพ
ใบหน้าท้ังหมด 2,150 รูปภาพ จากน้ันท าการทดสอบ
ด้วยการแบ่งข้อมูลเป็น 2 ชุด  ประกอบด้วยชุดข้อมูล
ฝึกสอน (Training dataset) และชุดข้อมูลทดสอบ 
(Testing dataset) 
4.1.2 การก าหนดพารามิ เตอร์ส าหรับชุดข้อมูล
ฝึกสอน  

งานวิจัยน้ีได้ท าการเลือกรูปภาพจ านวน 1 จนถึง 
5 รูป เพื่อแทนนักศึกษา 1 คน เพื่อหาจ านวนรูปภาพท่ี
เหมาะสมส าหรับใช้ในการจ าแนกบุคคล ซ่ึงแต่ละ
รูปภาพประกอบด้วย รูปใบหน้าตรง รูปหันหน้าซ้าย 15 
องศา รูปหันหน้าขวา 15 องศา รูปก้มหน้า และรูปเงย
หน้าตามล าดับ ส่วนข้อมูลท่ีเหลือจากชุดข้อมูลฝึกสอน
จะถูกน าไปใช้เป็นข้อมูลชุดทดสอบ  

นอกจากน้ีการก าหนดค่า Threshold ส าหรับ
การระบุตัวตนท่ีไม่เหมาะสมจะส่งผลให้ความถูกต้องใน
การจ าแนกข้อมูลมีความผิดพลาดมาก ดังน้ันงานวิจัยน้ี
ได้น าค่า Threshold ส าหรับการเลือกรูปภาพเพื่อ
เปรียบเทียบระบุตัวตนมาเป็นเงื่อนไขในการเพิ่ ม
ป ระสิท ธิภ าพ ในการจ าแนกข้ อมู ลด้ วย  โดย ค่ า 
Threshold ใ น  Eigenface recognition แ ล ะ 
Fisherface recognition คื อ ค่ า ท่ี อ้ า ง อิ ง จ า ก ค่ า
ร ะ ย ะ ท า ง แ บ บ ยุ ค ลิ ด ร ะ ห ว่ า ง  Eigenfacess 
recognition ของรูปภาพ โดยก าหนดค่า Threshold 
ระหว่าง 1500 - 6750 ส่วนค่า Threshold ของ LBPH 
recognition คือค่าท่ีอ้างอิงจากค่าไคแสควร์ระหว่าง 
LBPH ของรูปภาพ โดยก าหนดค่า Threshold ระหว่าง 
40 - 100 
4.1.3 ผลการทดลองและการวิเคราะห์ผล 

ผลการทดลองของแต่ละเทคนิคแสดงดัง Table 
1 to Table 3 ตามล าดับ และจากการทดลองของแต่
ละเทคนิคสามารถอธิบายได้ดังนี้  

ผลการทดลองการวัดความถูกต้องในการรู้จ า
ใบห น้ าด้ วย เทค นิ ค  Eigenface recognition และ
เทคนิค Fisherface recognition แสดงดัง Table 1 
และ Table 2 ตามล าดับ จากการทดลองพบว่าท้ัง 2 
เทคนิคดังกล่าวให้ผลการทดลองท่ีคล้ายกัน เมื่อค่า 
Threshold และจ านวนรูปภาพใบหน้าในการฝึกสอน
ต่อคนเพิ่มขึ้น ท าให้ความสามารถในการรู้จ าใบหน้าได้
มากขึ้น แต่เม่ือ Threshold เพิ่มขึ้นถึง 6000 อัตราการ
เพิ่ มขึ้ นของอัตราการรู้จ าจะลดลงจนเกื อบคงท่ี 
เนื่องจากค่า Threshold ท่ีสูงเกินไปท าให้กลุ่มข้อมูลท่ี
ไม่ถูกต้องมีโอกาสถูกเลือกมาระบุตัวตนได้ เมื่อจ านวน
รูปภาพใบหน้าในการฝึกสอนเพิ่มขึ้นมีผลท าให้ความ
ถูกต้องเพิ่มขึ้นเช่นกัน เน่ืองจากภาพท่ีใช้ในชุดทดสอบ
ท้ัง  5 ภาพมีรายละเอียดของมุมมองในภาพท่ีแตกต่าง
กัน ส่วนผลการทดลองการวัดความถูกต้องในการรู้จ า
ใบหน้าด้วยเทคนิค LBPH recognition พบว่า เมื่อค่า 
Threshold เพิ่ มขึ้ นท าให้สามารถท านายรูปภาพ
ทดสอบได้มากขึ้น และเมื่อจ านวนรูปภาพใบหน้าในการ
ฝึกสอนเพิ่มขึ้นมีผลท าให้ความถูกต้องในการรู้จ าใบหน้า
เพิ่มขึ้นเช่นกัน ดัง Table 3 และอัตราการรู้จ าจะลดลง
จนเกือบคงที่เมื่อค่า Threshold เพิ่มขึ้นถึง 85 

ผลการทดลองท้ัง 3 เทคนิคแสดงสรุปใน Table 
4 โดย LBPH recognition ให้ค่าความถูกต้องท่ีมาก
ท่ี สุ ด  เ น่ื อ ง จ าก วิ ธี ก า ร รู้ จ า ใบ ห น้ าข อ ง  LBPH 
recognition เป็ น ก ารน า  binary pattern ขอ งชุ ด
ข้อมูลฝึกสอนแต่ละรูปภาพมาเปรียบเทียบกับ binary 
pattern ของรูปภาพท่ีทดสอบ ต่างจากสองเทคนิคท่ี
เหลือท่ีท าการหาลักษณะเด่นท่ีมีจากทุกรูปภาพ (ทุก
รูปภาพการหันหน้า) ของแต่ละคนในชุดข้อมูลฝึกสอน
ก่อนน ามาเปรียบเทียบกับลักษณะเด่นท่ีหาได้จาก
รูปภาพทดสอบ จึงท าให้ LBPH recognition มีความ
แม่นย ามากกว่าในกรณีท่ีรูปภาพส าหรับฝึกสอนและ
รูปภาพส าหรับทดสอบเป็นรูปภาพจากมุมมอง (การหัน
หน้า) ท่ีแตกต่างกันทุกภาพ  

จากผลการทดลองน้ี ระบบตรวจสอบนักศึกษาท่ี
เข้าเรียนด้วยการรู้จ าใบหน้าท่ีพัฒนาจึงได้น าเทคนิค 
LBPH recognition มาใช้เน่ืองจากให้ค่าความถูกต้อง
มากที่สุด 
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Table 1 The results of face detection with Eigenface recognition technique 

Threshold 
Number of images of training set 

1 image 2 images 3 images 4 images 5 images 
1500 20.56% 18.52% 15.71% 17.51% 20.74% 
1750 27.15% 24.48% 21.78% 23.41% 27.31% 
2000 33.41% 31.05% 28.10% 30.39% 34.57% 
2250 38.73% 37.33% 35.52% 38.20% 42.91% 
2500 44.71% 44.52% 42.27% 45.56% 51.31% 
2750 50.59% 51.00% 49.73% 53.61% 59.36% 
3000 55.34% 57.67% 56.82% 60.59% 65.83% 
3250 60.09% 63.24% 62.55% 66.49% 71.75% 
3500 63.81% 68.00% 68.14% 71.37% 76.10% 
3750 65.88% 71.29% 72.96% 75.95% 79.80% 
4000 68.71% 74.24% 76.00% 79.37% 83.11% 
4250 70.82% 76.19% 78.55% 81.95% 85.38% 
4500 72.99% 78.48% 80.87% 84.00% 87.11% 
4750 74.12% 80.29% 83.08% 85.80% 88.74% 
5000 75.20% 81.67% 84.72% 87.27% 89.78% 
5250 75.76% 82.76% 85.69% 88.24% 90.67% 
5500 76.00% 83.38% 86.65% 89.27% 91.56% 
5750 76.00% 84.00% 86.89% 89.61% 91.85% 
6000 76.05% 84.19% 86.94% 89.71% 92.00% 
6250 76.05% 84.24% 86.99% 89.90% 92.15% 
6500 76.05% 84.24% 87.04% 89.90% 92.15% 
6750 76.05% 84.24% 87.04% 89.95% 92.15% 

 
Table 2 The results of face detection with Fisherface recognition technique 

Threshold 
Number of images of training set 

1 image 2 images 3 images 4 images 5 images 
1500 21.46% 19.05% 15.86% 14.63% 14.86% 
1750 27.86% 24.90% 22.75% 20.63% 21.48% 
2000 34.31% 31.81% 28.72% 27.56% 28.30% 
2250 45.69% 45.48% 43.37% 42.54% 42.96% 
2500 51.25% 51.95% 50.27% 50.00% 51.56% 
2750 56.42% 58.57% 57.59% 57.56% 59.26% 
3000 61.13% 64.19% 63.61% 64.54% 66.27% 
3250 65.22% 68.62% 69.30% 69.61% 72.05% 
3500 67.86% 72.24% 73.64% 74.59% 77.33% 
3750 69.84% 75.00% 76.82% 78.93% 80.94% 
4000 71.29% 76.67% 79.57% 81.76% 84.05% 
4250 71.95% 78.90% 81.45% 84.10% 86.37% 
4500 72.24% 80.14% 83.86% 85.95% 88.35% 
4750 72.24% 80.67% 84.63% 87.51% 90.07% 
5000 72.24% 80.90% 85.16% 88.10% 90.77% 
5250 72.24% 81.00% 85.25% 88.34% 91.06% 
5500 72.24% 81.14% 85.30% 88.49% 91.21% 
5750 72.24% 81.14% 85.40% 88.54% 91.21% 
6000 72.24% 81.14% 85.40% 88.59% 91.21% 
6250 72.24% 81.14% 85.40% 88.59% 91.21% 
6500 72.24% 81.14% 85.40% 88.59% 91.21% 
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Table 3 The results of face detection with LBPH recognition technique 

Threshold 
Number of images of training set 

1 image 2 images 3 images 4 images 5 images 
40 57.60% 68.81% 73.20% 77.66% 80.05% 
45 65.04% 78.00% 81.93% 86.78% 88.74% 
50 70.35% 83.90% 85.08% 87.20% 90.78% 
55 74.21% 87.86% 86.84% 89.66% 91.69% 
60 77.41% 88.14% 87.72% 90.12% 92.12% 
65 79.29% 88.43% 88.88% 90.61% 92.57% 
70 81.32% 89.62% 89.60% 90.80% 92.72% 
75 83.06% 89.76% 90.13% 92.29% 94.21% 
80 83.72% 90.24% 90.47% 92.29% 94.21% 
85 84.00% 90.52% 91.66% 92.29% 94.21% 
90 84.05% 90.57% 91.66% 92.29% 94.21% 
95 84.09% 90.62% 91.66% 92.29% 94.21% 
100 84.09% 90.62% 91.66% 92.29% 94.21% 

 
Table 4 The results of face detection with both three techniques (only the conditions for the 
highest accuracy) 

Technique Threshold Number of images Accuracy 
Eigenface recognition 6250 5 92.15% 
Fisherface recognition 5750 5 91.21% 

LBPH recognition 85 5 94.21% 

4.2 การทดสอบความสามารถของระบบในสภาวะที่
ความเข้มของแสงแตกต่างกัน 
 เพื่อทดสอบผลกระทบจากแสงต่อประสิทธิภาพ
ของระบบตรวจสอบนักศึกษาท่ีเข้าเรียนด้วยการรู้จ า
ใบหน้า จึงท าการทดลองเปรียบเทียบความถูกต้องใน
การรู้จ าใบหน้าของเทคนิค LBPH recognition ใน
สภาวะท่ีความสว่างของแสงแตกต่างกัน โดยมีขั้นตอน
การทดลองดังต่อไปน้ี 
 
4.2.1  วิธีการทดลอง 

การทดลองเริ่มต้นจากการก าหนดสภาพแวดล้อม
ภายในห้องเป็น 3 สภาวะ ได้แก่  
 สภาวะความสว่างมาก โดยเปิดไฟทุกดวงในห้อง 

ซ่ึงเป็นสถานะเดียวกันกับท่ีท าการเก็บข้อมูล 
 สภาวะความสว่างปานกลาง โดยเปิดไฟเพียง

ครึ่งหน่ึงของท้ังหมด 
 สภาวะความสว่างน้อย โดยท าการปิดไฟทุกดวง

ในห้อง 
จากน้ันน าข้อมูลท่ีเก็บจากการทดลองก่อนหน้ามาใช้
เป็นชุดข้อมูลทดสอบ และให้นักศึกษาจ านวน 20 คน

เดินเข้ามาหาท่ีกล้องที่ใช้ตรวจจับใบหน้าภายใต้สถานะ
ท้ังสาม แล้วเปรียบเทียบความแม่นย าในการระบุตัวตน 
โดยFigure 8  แสดงภาพระหว่างการทดลองในท้ัง 3 
สภาวะ 
 

 
Figure 8 The results of face detection  

in a different light intensity. 
 

4.2.2 ผลการทดลองและการวิเคราะห์ผล 
 ผลการทดลองแสดงดัง Table 5 โดยการระบุ
ตัวตนในสภาวะความสว่างมากจะมีค่าความถูกต้องมาก
ท่ีสุด ส่วนสภาวะแสงสว่างปานกลาง และสภาวะแสง
สว่างน้อยจะให้ค่าความแม่นย าท่ีใกล้เคียงกัน เนื่องจาก
สภาวะความสว่างมากสุดเป็นสภาวะท่ีมีความสว่าง
เหมือนกันกับสภาวะท่ีท าการบันทึกรูปภาพเป็นชุด
ทดสอบ จึ งท าให้ ค่า binary pattern ของรูปภาพ
ใบหน้าท่ีตรวจจับได้มีความใกล้เคียงกับรูปภาพในชุด
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ทดสอบมากกว่าในสองสภาวะท่ีเหลือ โดยในสอง
สภาวะท่ีเหลือ น้ัน เมื่อปิดไฟบางส่วนหรือ ท้ังหมด 
ใบหน้าท่ีตรวจจับได้จะมีเงาบดบังเป็นส่วนใหญ่ท าให้ค่า 
binary pattern ของรูปใบหน้าท่ีตรวจจับได้แตกต่างไป
จาก binary pattern รูปภาพในชุดทดสอบมากจนไม่
สามารถระบุตัวตนท่ีถูกต้องได้ 
 
Table 5 The results of face detection in 
different light intensity 

Environments Accuracy 
High intensity 80% 

Middle intensity 35% 
Low intensity 15% 

 
 จากการทดลองนี้สามารถสรุปได้ว่า เพื่อเพิ่มความ
ถูกต้องในการระบุตัวตนของระบบตรวจสอบนักศึกษาท่ี
เข้าเรียนด้วยการรู้จ าใบหน้า รูปภาพท่ีน าเป็นชุด
ทดสอบควรเป็นรูปภาพท่ีถ่ายในสภาวะแสงท่ีใกล้เคียง
กับต าแหน่งท่ีติดตั้งกล้องส าหรับตรวจจับใบหน้ามาก
ท่ีสุด  เน่ื องการแสงท่ี กระทบในใบหน้าจะมีส่ วน
เกี่ยวข้องกับความแม่นย า นอกจากน้ีควรจะต้องท าการ
บันทึกรูปภาพในบริเวณท่ีมีไม่มีเงาจากมาบดบังลักษณะ
เด่นของใบหน้า เน่ืองจากจะท าให้ค่า binary pattern 
ผิดเพี้ยนส่งผลกับความแม่นย าในการตรวจสอบได้ 
 
5. ผลสรุปและข้อเสนอแนะ  

จากปัญ หาการลืมตรวจสอบการเข้ าเรียน 
นักศึกษาไม่ได้ยินเมื่อถูกขานชื่อ การขานข้ามชื่อ และ
การเสียเวลามากในการตรวจสอบการเข้าเรียน งานวิจัย
น้ีจึงได้พัฒนาระบบตรวจสอบนักศึกษาเข้าเรียนด้วย
วิธีการรู้จ าใบหน้าเพื่อลดปัญหาดังกล่าว ระบบท่ีพัฒนา
ได้น า OpenCV libraly มาใช้ในการตรวจจับและระบุ
ตัวตนแบบเรียลไทม์และน าระบบ google cloud มา
ประยุกต์ใช้เพื่อให้นักศึกษาสามารถตรวจสอบข้อมูล
ผ่านทาง google sites และแจ้ งแก้ ไขข้อมูลได้ ใน
ระหว่างสอน 

งานวิจัยน้ีได้ท าการทดลองตรวจสอบหาวิธีการ
รู้จ าใบหน้าท่ีมีความถูกต้องสูงท่ีสุดจากเทคนิคท่ีเป็นท่ี
นิยม 3 เทคนิค คือ เทคนิค Eigenface recognition 

เทคนิค Fisherface recognition และเทคนิค Local 
Binary Pattern Histrograms (LBPH) recognition 
จากการทดลองพบว่าท้ัง 3 เทคนิคมีความถูกต้องมาก
ท่ีสุดเมื่อใช้รูปภาพในการฝึกสอน 5 รูป โดยเทคนิค 
LBPH recognition มีความถูกต้องในการรู้จ าใบหน้า
มากที่สุด จึงได้น าเทคนิคดังกล่าวไปใช้ในระบบท่ีพัฒนา 
นอกจากน้ีได้ท าการทดลองตรวจสอบหาสภาวะความ
เข้มของแสงท่ีเหมาะสมในการท างานของระบบ จาก
การทดลองพบว่ารูปภาพท่ีน าเป็นชุดทดสอบควรเป็น
รูปภาพท่ีถ่ายในสภาวะแสงท่ีใกล้เคียงกับต าแหน่งท่ี
ติดตั้งกล้องส าหรับตรวจจับใบหน้ามากท่ีสุด ซ่ึงจะ
สามารถเพิ่มความแม่นย าในการระบุตัวตนของระบบ 

ส าหรับสิ่งต่อไปท่ีจะพัฒนาเพิ่มเติมในงานวิจัยน้ี
ได้แก่ การปรับปรุงเทคนิคในการระบุตัวตนให้สามารถ
ระบุตัวตนได้อย่างแม่นย าโดยไม่มีผลกระทบจากแสง 
ซ่ึงอาจจะน าเอาความรู้ด้าน deep neural networks 
มาประยุกต์ใช้ [21] นอกจากน้ีจะท าการปรับปรุง
วิธีการตรวจจับใบหน้าในช่วงเวลาท่ีต่อเน่ืองกัน กรณีท่ี
ตรวจจับใบหน้าได้หลายคนในหน่ึงเฟรม ให้มีกลไกการ
จับกลุ่มท่ีผิดพลาดเนื่องจากการเดินสลับต าแหน่ง โดย
อาจน าทิศทางการเดินทางของบุคคลมาใช้ในการ
ตัดสินใจเลือกกลุ่ม  นอกจากน้ียังมีแผนท่ีจะเสริม
ความสามารถระบบ โดยการเพิ่มหน้าอินเตอร์เฟส
ส าหรับผู้สอนในการจัดเก็บข้อมูลการเข้าเรียน ให้
สามารถสามารถค้นคืนย้อนหลังได้ และสรุปผลในเชิง
สถิติและรูปแบบรายงานได้ 
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