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Abstract 

Currently, prevention and suppression of crime is the main task of the police, it is necessary to have 
information about criminals that can support their duty both in the form of investigations to identify 
criminals.  In addition, the sketches are sometimes drawn by people.  Or the investigating officer must 
interview the victim or person who saw the face of the criminal thoroughly And must have a tactic in 
asking questions to get the most complete picture Important factor is "Memory" of the criminal face But 
the importance of sketching The picture is not about finding the criminal's face clearly, but rather finding 
a " key identity on the face" , which will help the police and the public use as a reference in finding 
suspects.  And tracking criminals that have not yet been arrested Public property is a mistake and can't 
be delayed. Which offers face recognition Face detection system (Face detection) is a technology system. 
One type that is very interesting. Because it is a system that helps with the ease of identification of that 
person By using only the person's face photo And can also help with the prevention of fraud that 
impersonates that person as well The researcher has therefore developed a system to check for face 
identification.  By using image processing technology to compare with existing images in the database 
And then send the investigation results with various information back to show on the criminal registration 
system In order to be convenient, quick to use, and effective for identity verification The objective of 
the research is to develop a system that supports the registration of criminal records and accurate 
identification of criminals and reduces the time for investigation. 
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บทคัดย่อ 

ในปัจจุบันการป้องกันและปราบปรามอาชญากรรมเป็นภารกิจหลักของต ารวจนั้นจ าเป็นต้องมีข้อมูลเกี่ยวกับอาชญากร
ที่สามารถสนับสนุนการปฏิบัติหน้าที่ทั้งในลักษณะของการสืบสวนเพื่อทราบตัวคนร้าย นอกจากน้ีการสเก็ตช์ภาพน้ันบางที
คนวาดเอง หรือเจ้าหน้าที่สอบสวนจะต้องสัมภาษณ์เหยื่อหรือผู้เห็นใบหน้าคนร้ายอย่างละเอียดถี่ถ้วน และต้องมีช้ันเชิงใน
การตั้งค าถามเพื่อให้ได้รูปที่สมบูรณ์ที่สุด ปัจจัยส าคัญก็คือ “ความจ า”ของผู้เห็นใบหน้าคนร้าย แต่ความส าคัญของการส
เก็ตช์ ภาพไม่ได้อยู่ที่การหาหน้าคนร้ายชัดๆ แต่เป็นการหา “เอกลักษณ์ส าคัญบนใบหน้า” ซึ่งจะช่วยให้ต ารวจและ
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ประชาชนใช้อ้างอิงในการค้นหาตัวผู้ต้องสงสัย และการติดตามคนร้ายที่ยังจับกุมไม่ได้ ทรัพย์สินของประชาชนเป็นเรื่องที่
ผิดพลาดและล่าช้าไม่ได้ ซึ่งน าเสนอการรู้จ าใบหน้า ระบบตรวจจับใบหน้า (Face detection) เป็นระบบเทคโนโลยี ชนิด
หนึ่งที่มีความน่าสนใจอย่างมาก เนื่องจากเป็นระบบที่ช่วยในเรื่องของความสะดวกในการระบุตัวตนของบุคคลนั้น โดยใช้
เพียงแค่ภาพถ่ายใบหน้าของบุคคลนั้นๆ และยังช่วยในเรื่องของการป้องกันการทุจริตที่มาแอบอ้างว่าเป็นบุคคลนั้นได้อีก
ด้วย  ผู้วิจัยจึงได้พัฒนาระบบตรวจสอบเพื่อยืนยันตัวบุคคลด้วยใบหน้า โดยใช้เทคโนโลยีการประมวลผลภาพเพื่อ
เปรียบเทียบกับภาพที่มีอยู่ในฐานข้อมูล แล้วจึงส่งผลการตรวจสอบพร้อมข้อมูลต่างๆ กลับไป แสดงบนระบบทะเบียน
อาชญากร เพื่อให้เกิดความสะดวกรวดเร็วต่อการใช้งานและความมีประสิทธิภาพของการยื นยันตัวบุคคล โดยมี
วัตถุประสงค์งานวิจัยเพื่อพัฒนาระบบท่ีสนับสนุนการจัดท าทะเบียนประวัติอาชญากรและการยืนยันบุคคลที่เป็นคนร้ายได้
อย่างถูกต้อง แม่นย า และลดระยะเวลาในการสืบสวน 

 
ค าส าคัญ: ระบบตรวจจับใบหน้า ตรวจจับใบหน้า ทะเบียนอาชญากร 
 
1. บทน า 

ในอดีตพนักงานสอบสวนจะเน้นการสอบสวนในการหา
พยานบุคคลและหาพยานหลักฐานเพื่อต้องการหาผู้กระท า
ความผิด  ซึ่ งหากพนักงานสอบสวนไม่ สามารถหา
พยานหลักฐานได้ก็อาจมีผลให้ผู้ต้องหาได้รับการยกฟ้อง
หรือปล่อยตัวในช้ันศาลเนื่องจากการขนาดพยานหลักฐาน
เพียงพอ จึงท าให้ต้องมีการจัดท าทะเบียนประวัติอาชญากร 
(Criminal Records) ซึ่งเป็นการจัดท าทะเบียนที่เกี่ยวกับ
คดีโดยเฉพาะจะประกอบด้วย การร้องทุกข์หรือทะเบียน
ของการเกิดคดี (Complaint Records) ทะเบียนการจับกมุ 
( Arrest Records)  ท ะ เ บี ย น ก า ร พิ สู จ น์ ตั ว ต น 
(identification Records) และในทะเบียนการพิสูจน์ตัว
บุ ค คลนี้ จ ะประกอบด้ วยทะ เบี ยนบุ คคล  ( Person 
Identification Records)  แ ล ะ ท รั พ ย์  ( Property 
Identification Records) 

ส าหรับทะเบียนบุคคล แยกออกเป็น ต าหนิรูปพรรณ 
(Description Records) พิมพ์ลายนิ้ วมือ 10 นิ้ ว  (Ten 
Digit Fingerprint)  พิ ม พ์ ล า ย นิ้ ว มื อ เ ดี่ ย ว  ( Single 
Fingerprint) ภาพถ่ายคนร้าย (Criminal Records) และ
ประวัติอาชญากร (Criminal Records) ซึ่งในส่วนของ
ต าหนิรูปพรรณของคนร้ายนั้น เจ้าหน้าที่สอบสวนจะต้อง
สัมภาษณ์เหยื่อ หรือผู้เห็นใบหน้าคนร้ายอย่างละเอียดถี่
ถ้วน และต้องมี ช้ันเชิงในการตั้งค าถามเพื่อให้ได้รูปที่
สมบูรณ์ที่สุด ซึ่งปัจจัยส าคัญก็คือ “ความจ า” ของผู้เห็น
ใบหน้าคนร้าย และการหา“เอกลักษณ์ส าคัญบนใบหน้า” 
ทั้งนี้เพื่อป้องกันความผิดพลาดจะต้องมีการตรวจสอบเพื่อ
ยืนยันตัวบุคคลนั้นอีกครั้ง ซึ่งวิธีการตรวจสอบเพื่อยืนยันตัว
บุคคลนั้นมีหลากหลายวิธี เช่น การตรวจสอบจากลายเซ็นต์ 
ลักษณะทางพันธุกรรม การสเก็ตช์ภาพ เป็นต้น แต่ละวิธีก็มี

ระยะเวลาในการประมวลผลแตกต่างกันกว่าจะได้ผลลัพธ์
ออกมาก็ต้องใช้เวลานาน บางวิธีต้องใช้อุปกรณ์ช่วยในการ
ตรวจสอบท าให้เกิดความยุ่งยากมากยิ่งขึ้น เนื่องจากใน
ปัจจุบันมีการน าเอาเทคโนโลยีที่เกี่ยวกับการประมวลผลภาพ
ไปประยุกต์ใช้ในงานด้านต่างๆเป็นจ านวนมาก โดยเฉพาะ
น าไปใช้ในด้านการยืนยันตัวบุคคลทั้งจากการตรวจสอบ
ลายนิ้วมือ ม่านตา เสียง หรือใบหน้า เป็นต้น ทั้งนี้การยืนยัน
ตัวบุคคลด้วยคุณลักษณะของใบหน้า (Face Recognize) 
เป็นระบบที่ได้รับความนิยมในการน ามาประยุกต์ใช้เป็นอย่าง
มากในงานเกี่ยวกับการรักษาความปลอดภัย 

ด้วยเหตนี้ ผู้วิจัยจึงได้พัฒนาระบบตรวจสอบเพื่อยืนยัน
ตัวบุคคลด้วยใบหน้า โดยใช้เทคโนโลยีการประมวลผลภาพ
เพื่อเปรียบเทียบกับภาพที่มีอยู่ในฐานข้อมูล [6-9] แล้วจึง
ส่งผลการตรวจสอบพร้อมข้อมูลต่าง ๆ กลับไปแสดงบนระบบ
ทะเบียนอาชญากร เพื่อให้เกิดความสะดวกรวดเร็วต่อการใช้
งานและความมีประสิทธิภาพของการยืนยันตัวบุคคล โดยมี
วัตถุประสงค์งานวิจัยเพื่อพัฒนาระบบที่สนับสนุนการจัดท า
ทะเบียนประวัติอาชญากรและการยืนยันบุคคลที่เป็นคนร้าย
ได้อย่างถูกต้อง แม่นย า ลดระยะเวลาในการสืบสวนคดี 
พร้อมกับสามารถพัฒนาต่อยอดเป็นระบบยืนยันใบหน้าผู้ร้าย
ที่เช่ือมต่อกับกล้องวงจรปิด (CCTV) ที่สามารถตรวจจับ
ใบหน้าของผู้ร้ายที่เคยมีประวัติการก่ออาชญกรรมที่อยู่ใน
ทะเบียนประวัติอาชญากร เพื่อป้องกันการก่อเหตุซ้ า ในกรณี
ที่พ้นคดีออกมาแล้ว 
 
2. วัสดุ อุปกรณ์ และวิธีการวิจัย  
2.1 ขอบเขตการวิจัย 
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การพัฒนาวิธีการเพิ่มประสิทธิภาพของระบบรู้จ า
ใบหน้าโดย ใช้คุณลักษณะของใบหน้าทั้งใบหน้าร่วมกับ
คุณลักษณะเฉพาะส่วนของใบหน้ามีขอบเขตดังนี้ 

2.1.1) รูปที่ใช้ในการทดลองเป็นภาพนิ่งและเป็นภาพสี  
2.1.2) รูปที่ใช้ในการทดลองเป็นรูปที่มีพื้นหลังไม่

ซับซ้อน  
2.1.3) รูปที่ใช้ในการทดลองเป็นภาพหน้าตรงและมีการ

แสดงออกทาง อารมณ์ (Expression) บนใบหน้า เช่น ยิ้ม 
หัวเราะ ร้องไห้ เป็นต้น 

2.1.4) รูปที่ใช้ในการทดลองเป็นรูปที่มีสภาพแวดล้อม
ของแสงสว่างไม่เท่ากัน 

2.1.5) รูปที่ใช้ในการทดลองเป็นภาพเดี่ยวของชายหรือ
หญิง 

 
2.2 วิธีการด าเนินการวิจัย 

น าข้อมูลรูปภาพและตรวจสอบความถูกต้องของใบหน้า 
หากภาพตรงกับทะเบียนประวัติอาชญากร ก็จะเป็นการ
ยืนยันบุคคล ซึ่งเจ้าหน้าที่สามารถตรวจสอบการยืนยันตัว
บุคคลได้ถูกต้อง ช่วยลดระยะเวลาในการสอบสวนคดี 

 
รูปที่ 1 กระบวนการท างานของระบบ 

 
2.3 การจ าแนกกลุ่มข้อมูลที่เข้าโครงข่าย 

เมื่อมีชุดข้อมูลใหม่เข้าสู่โครงข่าย โครงข่ายจะท าการ
ตรวจสอบชุดข้อมูลนั้นโดยการเปรียบเทียบค่าเทียบเคียง 
(match : µ ) กับค่าสอดส่อง (𝜌) เพื่อหาค่า ตรวจสอบ 
(check: C) ในพิจารณาว่า โครงขายท าการคัดแยกกลุ่ม
ข้อมูลได้ถูกต้องเพียงใด ถ้าข้อมูลตัวอย่างท่ีป้อนให้โครงข่าย 
ART เป็นข้อมูลหน้าคน 
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รูปที่ 2 แผนผังการท างานของโครงข่าย ART ในการหาค่า

สอดส่องที่เหมาะสมด้วย GA  
 

2.4 การฝึกสอนโครงข่าย ART 
ท าการทดสอบความถูกต้องของระบบกับภาพในฐาน

ข้อมูลภาพ CMU VASC จ านวน 100 ภาพ ได้ผลการ
ทดลอง ดังตารางที่ 1 จากการผลการทดลองพบว่าเมื่อ
จ านวนภาพตัวอย่างในการฝึกสอนเพียง 3 ภาพก็ เพียง
พอที่จะท าให้ระบบมีประสิทธิภาพในการตรวจจับหน้าคน
ได้อยู่ ในระดับที่ดี  และเมื่อท าการเพิ่มจ านวนภาพใน
โครงข่ายมากขึ้นพบ ว่าโครงข่ายมีเปอร์เซ็นต์ความถูกต้องที่
มากขึ้นจนถึงจ านวนภาพ เมื่อท าการเพิ่ม จ านวนภาพเป็น 
30 ภาพ พบว่ามีเปอร์เซ็นต์ความถูกต้องน้อยลง ทั้งนี้อาจ
เนื่องมาการความซับซ้อนของมิติข้อมูลที่มากขึ้นอาจท าให้
ระบบมีความสามารถในการคัดแยกความเป็นหน้าได้
น้อยลง แต่อย่างไรก็ดี พบว่า ผลการการทดสอบระบบเมื่อ
จ านวนโครงข่ายแตกต่างกันนั้นมีเปอร์เซ็นต์ความถูกต้องที่
ไม่แตกต่างกันมากนัก 
ตารางที่ 1 ทดสอบระบบที่จ านวนภาพในการฝึกสอน
โครงข่ายต่าง ๆ 

จ านวนภาพในการ
ฝึกสอนโครงข่าย 

(ภาพ) 

ความถูกต้อง (%) 

3 95.45 
5 97.25 
10 97.17 

15 97.48 
20 98.86 
30 98.42 

 

 
รูปที่ 3 ภาพตัวอย่างในการฝึกสอนโครงข่าย 

 
ทั้งนี้เนื่องมาจากโครงข่าย ART นั้น เป็นโครงข่ายที่

สามารถเรียนรู้ข้อมูลใหม่ได้โดยไม่ตอ้งท าการฝึกสอนซ้ า อีก
โดยไม่ลืมข้อมูลเดิม แต่การฝึกสอนโครงข่ายด้วยจ านวน
ภาพตัวอย่าง ในปริมาณน้อยนั้นก็อาจไม่เพียงพอท่ีจะท าให้
ระบบมีประสิทธิภาพสูงได้ และผลจากค่าไอเกนเวกเตอร์ที่
ดีที่จะเป็นข้อมูลอินพุตให้โครงข่าย ควรมีจ านวนมิติที่มาก
เพียงพอ จึงจะสามารถแสดงลักษณะของภาพได้ดีกว่า 
ค่าไอเกนเวกเตอร์ที่ มีขนาดมิติน้อย ๆ แสดงผลการทดสอบ
ระบบในรูปที่ 4 

 
รูปที่ 4 ตัวอย่างภาพหน้าไอเกน (ก) ภาพหน้าไอเกนท่ี
จ านวนภาพในการหาหนา้ไอเกน 3 ภาพ ( ข) ภาพหน้า

ไอเกนท่ีจ านวนภาพในการหาหน้ ไอเกน 5 ภาพ ( ค) ภาพ
หน้าไอเกนท่ีจ านวนภาพในการหาหน้าไอเกน 10 ภาพ 

 
3. ผลการทดลอง 

ผลการทดสอบภาพที่น ามาใช้นั้นมีลักษณะที่แตกต่าง
กันในแต่ละบุคคลความสัมพันธ์ระหว่างเปอร์เซ็นความ
ถูกต้องและจ านวนของไอเกนเวกเตอร์ จะเห็นได้ว่าจ านวน
ของไอเกนเวกเตอร์ตั้งแต่ 10 แกน ขึ้นไปจะท าให้ระบบ
สามารถรู้จ าใบหน้าได้ถูกต้องมากถึง 95.71% ดังแสดงใน
เส้นสีแดงในรูปที่ 3  
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โดยหลักการ แล้ว การรู้จ าใบหน้าของ PCA นั้นควรที่
จะใช้ energy 90% ซึ่ งจ านวนของไอเกนเวกเตอร์ที่  
energy 90% [15] อยู่ที่จ านวน 30 แกนจากทั้งหมด 140 
แกน ซึ่งค่าของ energy สามารถหาได้ดังสมการที่ (12) 
∑ x 100 

𝜌𝜌𝜌𝜌𝜌𝜌 =  
∑ 𝜌𝜌
𝜌
𝜌=1

∑ 𝜌𝜌𝜌
𝜌=1

                           (12) 
 
โดยที ่

ค่าไอเกนโดยเริ่มจากค่ามากที่สุดไปหาค่าน้อยที่สุด N 
คือ จ านวนค่าไอเกนท่ีเลือกใช้เพื่อให้ได้ energy ที่ต้องการ 

M คือ จ านวนค่าไอเกนท้ังหมดโดยในการทดลองนี้ คือ 
140 

 
รูปที่ 5 กราฟความสัมพันธ์ระหว่างเปอร์เซ็นความถูกต้อง

และจ านวนของไอเกนเวกเตอร ์
 

ในการรู้จ าใบหน้าใช้รูปหน้าคนจ านวน 70 รูป ในการ
ทดสอบจาก 7 คน คนละ 10 รูปโดยน าไปทดสอบกับภาพ
ที่ใช้ในการเรียนรู้ 140 ภาพ จาก 7 คน คนละ 20 ภาพ ซึ่ง
ได้ผลการรู้จ าใบหน้าโดยไม่ผ่านขั้นตอนการ ตรวจจับ
ใบหน้าถูกต้อง จ านวน 67 รูป จาก 70 รูปหรือคิดเป็น
เปอร์เซ็นความถูกต้องได้ 95.71 %  

การแสดงผลการรู้จ าใบหน้าที่ผิดพลาด หมายถึง ระบบ
แสดงผลว่าไม่ใช่รูปใบหน้า ซึ่งจากผลการทดลอง พบว่า 
ระบบแสดงผลว่าไม่ใช่รูปใบหน้า ทั้งหมด 3 รูป จากรูป
ทั้ งหมด  70 รู ป  ที่ ใ ช้ ในการทดสอบ  โดยน ารู ปมา
เปรียบเทียบกับฐานข้อมูลจ านวน 140 ภาพ จาก 7 คน คน
ละ 20 ภาพ หรือ 4.29 %  

จากผลการทดลอง พบว่า สาเหตุของการค้นหา
ผิดพลาดจากรูปที่ใช้ในการทดสอบโดยไม่ผ่านขั้นตอนการ
ตรวจจับใบหน้า เกิดจาก 2 กรณี คือ กรณีที่ 1 เกิดความ
ผิดพลาดจากการประมวลผลภาพที่เกิดจากภาพที่มีความ

สว่างมากเกินไปและ กรณที่ 2 เกิดจากภาพที่มีลักษณะ
คล้ายคลึงกันมากเกินไป  

ผลการทดสอบระบบโดยผ่านขั้นตอนการตรวจจับ 
ใบหน้าแล้วจึงท าการรู้จ าใบหน้าได้ผลที่ถูกต้อง 60 รูป จาก 
70 ภาพที่ใช้ในการทดสอบ เมื่อน ามาเทียบกับภาพที่ใช้ใน
การเรียนรู้ 140 ภาพจาก 7 คน คนละ 20 ภาพ คิดเป็น
เปอร์เซ็นความถูกต้องได้ 85.71% การทดสอบระบบ  

จากผลการทดสอบระบบท่ีปัจจัยต่าง ๆ การรู้จ าใบหน้า
โดยไม่ผ่านขั้นตอนการตรวจจับใบหน้ามีความถูกต้อง 
95.71% และเมื่อผ่านขั้นตอน การตรวจจับใบหน้ามีความ
ถูกต้อง 85.71% ถ้าจะท าให้มีความถูกต้องมากข้ึนนั้น ควร
หาอัลกอริทึมที่สามารถปรับความเข้มแสงของภาพที่ไม่
เท่ากันให้มีค่าใกล้เคียงกันได้เนื่องจากแสงเป็นอุปสรรค
ส าคัญที่ท าให้ผลที่ได้ผิดพลาด และพบว่าระบบมีเปอร์เซ็นต์
ความถูกต้องในการตรวจจับหน้าคนที่ดีขึ้นอยู่กับปัจจัย
ดังต่อไปนี้ 

1) จ านวนภาพตัวอย่างและลักษณะของภาพตัวอย่างใน
การหาค่าไอเกนเวกเตอร์ต้องมีจ านวนมาก เพียงพอที่จะ
แสดงลักษณะเฉพาะของความเป็นหน้าคน และมีลักษณะ
หน้าคนที่มีแน่นอน ซึ่งจากการทดลองพบว่า ที่จ านวนภาพ
ตัวอย่างในการหาค่าไอเกนเวกเตอร์ที่เหมาะสม คือ ภาพ
บุคคลคนเดียวกัน ในลักษณะการแสดงออกของสีหน้าต่าง 
ๆ กัน ค่าพารามิเตอร์ของระบบ โดยพบว่า เมื่อท าการปรับ
ค่าสอดส่อง ซึ่งเป็นค่าที่ใช้เป็นตัวก าหนดกลุ่มของค่าน้า
หนักประสาทของระบบโดยท าการสุ่มค่าด้วย GA ท าให้ได้
ค่าสอดส่องของระบบที่เหมาะสม คือมี ρ1 มีค่า p.unT 
และ ρ2 มีค่า p.upW X. ขนาดของหน้าคนในภาพ โดย
หน้าคนที่มีขนาดใหญ่จะให้เปอร์เซ็นต์ความถูกต้องในการ
ตรวจจับหน้าคนมาก ท่ีสุด กล่าวคือยิ่งหน้าคนในภาพมี
ขนาดใหญ่มากเท่าใด ก็จะยิ่งท า ให้ รายละเอียดของ
ลักษณะเฉพาะของหน้าคนเด่นชัดยิ่งข้ึนตามไปด้วย  

2) สิ่งแวดล้อมและการวางท่าของบุคคลในภาพ พบว่า 
ภาพที่สีพื้นหลังที่ไม่ซับซ้อนจะท าให้ระบบมี ประสิทธิภาพ
ในการตรวจจับหน้าคนมากกว่าภาพที่มีสีพื้นหลังที่ซับซ้อน 
และลักษณะการวางท่า เช่น มุม การหันของหน้า มือ แวน
ตา มีผลให้เปอร์เซ็นต์ความถูกต้องในการตรวจจับหน้าคน
ลดลง 
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ตารางที่ 2 ตารางแสดงผลการรู้จ าใบหน้าที่ถูกต้อง 

 
 
4. อภิปรายผลและสรุป 

งานวิจัยนี้ด าเนินการศึกษาและพัฒนาในการใช้งาน 
ควรก าหนดคาสความเข้มแสงให้พอเหมาะและระยะ ของ
ภาพก่อนท่ีจะถ่าย เพื่อให้ได้ผลที่มีความถูกต้องมากยิ่งข้ึน  

นอกจากนี้ ยังมีปัญหาเกี่ยวกับการหันหน้าหรือการ
แสดงท่าทางบนใบหน้า ซึ่งก่อให้เกิดความผิดพลาดได้ ซึ่ง
อาจจะต้องเก็บลักษณะท่าทางอื่นๆ  ของใบหน้า ใน
ฐานข้อมูลมาก ยิ่งข้ึนเพื่อให้ได้ผลที่มีความถูกต้องมากยิง่ขึน้ 
และในส่วนของโครงสร้างระบบการตรวจจับหน้าคนด้วย
โครงข่าย ART เพื่อให้สามารถน าไปประยุกต์ใช้ให้เป็น
ประโยชน์กับงานด้านอื่น ๆ ได้ต่อไป ซึ่งระบบที่พัฒนาขึ้น
ประกอบไปด้วยการคัดแยกสีผิวมนุษย์ออกจากสิ่งแวดล้อม 
โดยโครงข่ายประสาทเทียมแบบแพร่กลับ และการตรวจจับ
ต าแหน่งของหน้าคนในภาพโดยโครงข่าย ART โดยใช้

ไอเกนเวกเตอร์ที่ได้จากหลักการวิเคราะห์องค์ประกอบ มา
เป็นอินพุตของโครงข่าย โดยใช้การค้นหาแบบ GA ในการ
หาค่าทีเ่หมาะสมที่สุดของ ค่าพารามิเตอร์ของระบบ การใช้
เทคนิควิธีการต่าง ๆ กันออกไปในการทดลอง โดยในการ
ตรวจจับหน้าคนมีปัจจัยที่เป็นข้อจ ากัดในการตรวจจับหน้า
คนให้มีประสิทธิภาพดี เป็นจ านวนมาก ได้แก่ ความ
หลากหลายของลักษณะ การวางท่าสีผิวมนุษย์ที่แตกต่าง
กันไปตามเช่ือชาติ ความสว่างของแสง ต าแหน่งที่หน้าคน
จะปรากฏสีพื้นหลัง และการเปลี่ยนแปลงต่างๆ ที่ สามารถ
เกิดขึ้นได้อยู่เสมอ 

ดังนั้น งานวิจัยนี้จึงด าเนินการพัฒนาวิธีการ ตรวจจับ
หน้าคนโดยโครงข่าย ART เพื่อให้สามารถตรวจจับหน้าคน
ในภาพได้ภายใต้ข้อจ ากัดที่ได้กล่าวมาแล้วนั้น รายละเอียด
ของระบบการตรวจจับใบหน้าคน พร้อมกับโครงสร้างของ
โครงข่าย ART ซึ่งเป็นกลไก หลัก โดยโครงสร้างของระบบ
ประกอบด้วยการคัดแยกความเป็นหน้าคนและความไม่เป็น
หน้าคนออกโดยโครงข่าย ART ที่ท าการประยุกต์ให้ เสมือน
มีโครงสร้างในช้ันเปรียบเทียบ แสดงรายละเอียดของการ
ทดสอบระบบในหลายปัจจัย เพื่อแสดงให้เห็นวาระบบมี
ความหลากหลายในการตรวจจับหน้าคนสามารถจับหน้า
คนได้ในภาพที่มีพื้นหลังที่ซับซ้อนในสภาวะแสงและ 
สิ่งแวดล้อมท่ีสามารถมองเห็นองค์ประกอบของหน้าคน 
ได้ชัดเจน และสามารถตรวจจับหน้าคนในภาพได้ มากกว่า
หน้า 
 
5. องค์ความรู้ใหม ่

สามารถพัฒนาต่อยอดเป็นระบบยืนยันใบหน้าผู้ร้ายที่
เ ช่ือมต่อกับกล้องวงจรปิด (CCTV) ที่สามารถตรวจจับ
ใบหน้าของผู้ร้ายที่เคยมีประวัติการก่ออาชญกรรมที่อยู่ใน
ทะเบียนประวัติอาชญากร เพื่อป้องกันการก่อเหตุซ้ า ใน
กรณีที่พ้นคดีออกมาแล้ว 
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