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บทคัดยอ 
การทําธุรกรรมทางอิเล็กทรอนิกสในปจจุบันมีจํานวนเพิ่มขึ้น แตละครั้งมีโอกาสถูกฉอโกง เพราะขาด

ความนาเชื่อถือของระบบโครงสรางพ้ืนฐาน ไดแก ระบบโครงสรางพ้ืนฐานกุญแจสาธารณะ การออกใบรับรอง
อิเล็กทรอนิกส ลายมือชื่ออิเล็กทรอนิกส กฎหมาย การบังคับใชกฎหมาย และระบบวันและเวลาของระบบ
คอมพิวเตอร สําหรับระบบวันและเวลาของระบบคอมพิวเตอรท่ีใชในการทําธุรกรรมทางอิเล็กทรอนิกส ยังเปน
ประเด็นสําคัญทางกฎหมายที่ตองพิจารณาอยางเรงดวน โดยระบบวันและเวลาของระบบคอมพิวเตอรตองได
มาตรฐานจากแหลงท่ีมีความนาเชื่อถือ และเปนท่ียอมรับของคูกรณี โดยเฉพาะประเทศที่มีความแตกตางกัน
ของระบบวันและเวลา เนื่องจากความเปนจริงระบบวันและเวลาของระบบคอมพิวเตอรสามารถปรับเปล่ียนได
โดยบุคคลท่ีเกี่ยวของของการทําธุรกรรมทางอิเล็กทรอนิกสเปนการกระทําท่ีไมสุจริตทําใหเกิดการโตแยง และ
นําไปสูการเกิดขอพิพาท จากการศึกษาพบวาการสรางระบบการใหบริการประทับตราเวลาเปนเทคนิคของ
การเรียงลําดับเหตุการณท่ีเกิดขึ้นโดยใชนวัตกรรมทางเทคโนโลยีและวิทยาการเขารหัสลับผนวกกับระบบวัน
และเวลามาตรฐานที่สามารถแกไขปญหาระบบวันและเวลาของการทําธุรกรรมทางอิเล็กทรอนิกส โดยเปนการ
ใหบริการของผูใหบริการประทับตราเวลา หรือเปนเจาหนาท่ีบนอินเทอรเน็ตรับรองความถูกตองของระบบวัน
และเวลา การยืนยันเอกสารอิเล็กทรอนิกส การยืนยันลายมือชื่ออิเล็กทรอนิกส การยืนยันการทําธุรกรรมทาง
อิเล็กทรอนิกส รวมถึงการยืนยันคูกรณี โดยถือวาเปนบุคคลท่ีสามท่ีสรางความนาเชื่อถือท่ีมีมาตรการรักษา
ความมั่นคงปลอดภัยและบันทึกเหตุการณท่ีเกิดขึ้นจากการทําธุรกรรมทางอิเล็กทรอนิกส และส่ิงสําคัญ คือ 
พยานหลักฐานดิจิทัลท่ีเกิดจากการประทับตราเวลาของผูใหบริการประทับตราเวลาถือวาเปนพยานหลักฐานท่ี
เกิดจากการใชนวัตกรรมทางเทคโนโลยีท่ีเปนวิธีการยืนยันดวยวิธีอิเล็กทรอนิกสซึ่งคูกรณีไมสามารถปฏิเสธ
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ความรับผิดชอบ ประเด็นและขอเสนอแนะทางกฎหมายเมื่อมีการทําธุรกรรมทางอิเล็กทรอนิกส โดยการ
ประทับตราเวลาของผูใหบริการประทับตราเวลาเปนบทพิสูจนของการทําธุรกรรมทางอิเล็กทรอนิกสท่ีขจัด
ปญหาการแสวงหาผลประโยชนโดยมิชอบ ความสมบูรณของสัญญาบนอินเทอรเน็ต การปองกันการฉอโกง 
และเปนพยานหลักฐานท่ีดี ทําใหการคาระหวางประเทศไดมาตรฐานและเปนท่ียอมรับ ดังนั้นการออก
กฎหมายของประเทศไทยเกี่ยวกับการประทับตราเวลายังเปนประเด็นสําคัญในสังคมสารสนเทศ   
 

คําสําคัญ : การประทับตราเวลา  ผูใหบริการประทับตราเวลา  วิทยาการเขารหัสลับ ความมั่นคงปลอดภัย 
พยานหลักฐานดิจิทัล 

 

Abstract 
Currently, electronic transactions has been enormously, and some of them may be electronic 

transactions is may be to fraud due to the lack of be reliable infrastructure system, i.e., public key 
infrastructure, e-certificate, electronic signature, law enforcement, and computer system. Times 
system in computer system for electronic transactions was problems point be important in laws must 
be consider suddenly. It was must be standard reliability resource and agreements for parties, 
specially the state have difference in it. In absolute times in computer system can changed for rely 
on persons, done in bad faith and case the arise from electronic transactions on a dispute. The main 
point of this research is offers on their services of implementation a time stamping services was 
chronology technique for used innovation of technology for manner used accuracy time system 
append cryptography problem-solving time system for electronic transactions. It was for service time 
stamping authority (TSA) or rotary public online was validate time system and authentication 
methods for electronic documents, electronic signature, electronic transactions or parties, so called 
trust third party (TTP) had security measures, and can logged electronic transactions, and important 
digital evidence time stamping from TSA innovation of technology was electronic authentication, 
parties non-repudiation. Legal issues and suggestions on an electronic transactions. The time stamp 
of the TSA as proof of electronic transactions, that eliminate exploitation and abuse, the validity of 
the contract on the Internet, prevention of frauded, and best evidence. The legislations of the TSA on 
the key issues in the information society. 
 

Keywords: time Stamping, time stamping authority (TSA), cryptography, security, digital evidence 
 
 

1. ที่มาและความสําคัญ 
ปจจุบันการทําธุรกรรมทางอิเล็กทรอนิกสได

แพรหลายในเชิ งพาณิชยบนระบบเครือข าย
คอมพิวเตอร หรือพาณิชยอิเล็กทรอนิกส วันและ

เวลาบนเอกสารอิเล็กทรอนิกสมีความสําคัญในทาง
กฎหมายท่ีเกี่ยวของ เชน กฎหมายนิติกรรมสัญญา 
วันและเวลาที่ปรากฏบนเอกสารอิเล็กทรอนิกสมี
ความสําคัญมาก ไดแก วันและเวลาที่ทําธุรกรรม
ทางอิเล็กทรอนิกสเปนการกําหนดการเกิดสัญญา 
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อายุความ สถานท่ี การแสดงเจตนาของ
คูกรณีทําใหเกิดผลบังคับใชกฎหมาย นอกจากหลัก
กฎหมายท่ีไดกลาวมาแลวยังมีหลักกฎหมายท่ีอาจ
เกี่ยวของ เชน หลักกฎหมายละเมิด หลักกฎหมาย
ฉอโกง ดังนั้นเทคนิคการประทับตราเวลาสามารถ
พิสูจนการยืนยันเอกสารอิเล็กทรอนิกส และสามารถ
พิสูจนยืนยันตัวบุคคลได การใหบริการประทับตรา
เวลาเปนโครงสรางพ้ืนฐานระบบกุญแจสาธารณะ
สําหรับลายมือชื่ออิเล็กทรอนิกส การประทับตรา
เวลาของผูใหบริการประทับตราเวลาเปนระบบ
โครงสรางพ้ืนฐานท่ีทําใหการทําธุรกรรมทางอิเล็ก-
ทรอนิกสมีความมั่นคงปลอดภัยโดยหามไมใหใคร 
หรือเจาของเอกสารอิเล็กทรอนิกสเขามาแกไขวัน
และเวลาบนเอกสารอิเล็กทรอนิกสทําใหผูใหบริการ
ประทับตราเวลามีความนาเชื่อถือไมย่ิงหยอนไป
กวาผูใหบริการออกใบรับรองอิเล็กทรอนิกสมีหนาท่ี
ออกใบรับรองอิเล็กทรอนิกส โดยองคกรท้ังสองตาง
ก็เปนบุคคลที่สามท่ีสรางความนาเชื่อถือซึ่งมีสวน
เกี่ยวของในการทําธุรกรรมทางอิเล็กทรอนิกสท่ี
ใหบริการความนาเชื่อถือและสรางความเชื่อมั่นใน
การทําธุรกรรมทางอิเล็กทรอนิกส และผูใหบริการ
ประทับตราเวลายังมีหนาท่ีเก็บขอมูลท่ีเกี่ยวของกับ
การทําธุรกรรมทางอิเล็กทรอนิกส 

ความสําคัญของวันและเวลาตอการทําธุร-
กรรมทางอิเล็กทรอนิกส ปจจุบันการทําธุรกรรมทาง
อิเล็กทรอนิกสไดแพรหลายในชีวิต ประจําวันอาจ
เกิดเหตุวาจะเกิดอะไรขึ้นในการทําธุรกรรมทาง
อิเล็กทรอนิกส และความนาเชื่อถือของกฎหมาย 
เชน ปจจุบันมีการใชระบบเขารหัสเพ่ือปองกันผู
ลักลอบนําขอมูลไปใชโดยไมสุจริต และผูใชบริการ
โชครายอาจถูกปฏิเสธในการทําสัญญาทางอิเล็ก-
ทรอนิกส 

ประเด็นระบบเวลาในระบบคอมพิวเตอรซึ่ง
เปนประเด็นปญหาของการศึกษาวิจัย โดยสภาพ

ของคาวันและเวลาในระบบคอมพิวเตอรสามารถ
เปล่ียนแปลงแกไขจึงเปนปญหาของการบริหาร
จัดการเทคโนโลยี ดังนั้นการศึกษาวิจัยไดนํา
นวัตกรรมทางเทคโนโลยีสารเทศเขามาแกไขปญหา
โดยใชการประ ทับตรา เวลาของผู ใหบริ การ
ประทับตราเวลาที่สามารถตอบปญหาของการ
ศึกษาวิจัย โดยใชการประทับตราเวลา (Massias, 
et al., 1999) ท่ีเปนการลําดับเหตุการณท่ีเกิดขึ้น
โดยการแสดงวันและเวลาที่ถูกตองของการบันทึก
โดยร ะบบคอมพิ ว เ ตอ ร  ใ นทา งปฏิ บั ติ ก า ร
ประทับตราเวลามีความสอดคลองกับเหตุการณท่ี
เกิดขึ้นตามความเปนจริง โดยการนําคาวันและเวลา
มาจากระบบ global positioning system (GPS) 
เปนอุปกรณ  ท่ีมาตรฐานในการรับสัญญาณจาก
ดาวเทียมเพ่ือรับคาวันและเวลาที่ถูกตองมาใชงาน 
และประเทศไทยไดรับคาวันและเวลามาตรฐานจาก
สถาบันมาตรวิทยาแหงชาติเปนหนวยงานที่ภารกิจ 
การจัดหา ถายทอดมาตรฐานทางดานวันและเวลา
ไปสูภาคอุตสาหกรรมใหเปนท่ียอมรับในระดับสากล
ทําใหกระบวนการการประทับตราเวลาเปนการสราง
ความนาเชื่อถือและความมั่นคงปลอดภัย (Haber 
and Stornetta, 1991) ท่ีเปนการบริหารจัดการ
โครงสรางพ้ืนฐาน โดยใชวิธีวิทยาการเขารหัสลับท่ี
เปนกระบวนการรักษาความปลอดภัยของการทํา
ธุรกรรมทางอิเล็กทรอนิกส 
 

2. วัตถุประสงค 
2.1 ศึกษาความเปนมาและความสําคัญของ

การประทับตราเวลาของผูใหบริการประทับตราเวลา 
(TSA) ในการทําธุรกรรมทางอิเล็กทรอนิกส 

2.2 ศึกษาบทบาทและหนาท่ีผู ใหบริการ
ประทับตราเวลาคามกฎหมายแมแบบของคณะ 
กรรมาธิการกฎหมายการคาระหวางประเทศแหง
สหประชาชาติ ไดแก กฎหมายแมแบบพาณิชย
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อิเล็กทรอนิกส กฎหมายแมแบบลายมือชื่ออิเล็ก-
ทรอนิกส  และการประทับตราเวลากับผลทาง
กฎหมาย 

2.3  ศึ กษ าก า รป ร ะทั บ ต ร า เ ว ล า ขอ ง
พระราชบัญญัติวาดวยธุรกรรมทางอิเล็กทรอนิกส 
พ.ศ. 2544 พระราชกฤษฎีกาวาดวยวิธีการแบบ
ปลอดภัยในการทําธุรกรรมทางอิเล็กทรอนิกส พ.ศ. 
2553 และรางพระราชกฤษฎีกาวาดวยการกํากับ
ดูแลธุรกิจบริการการใหบริการออกใบรับรอง
อิเล็กทรอนิกส (CA) และเปรียบเทียบกับกฎหมาย
ประเทศมาเลเซีย กฎหมายเขตปกครองพิเศษ    
มาเกา (Region Macao Special Administrative) 
ในประเด็นการประทับตราเวลา 

2.4 ศึกษาการประยุกตใชผูใหบริการประทับ 
ตราเวลา (TSA) 

2.5 ศึกษาพยานหลักฐานดิจิ ทัลในหอง
พิจารณาคดี 
 

3. ขอบเขต 
ขอบเขตงานวิจัยนี้คือการศึกษาความจําเปน

ของการประทับตราเวลาของผูใหบริการประทับตรา
เวลาบนพาณิชย อิ เ ล็กทรอนิกสตามกฎหมาย
เทคโนโลยีของไทย ไดแก พระราชบัญญัติวาดวย
ธุรกรรมทางอิเล็กทรอนิกส พ.ศ. 2544 พระราช
กฤษฎีกาวาดวยวิธีการแบบปลอดภัยในการทํา
ธุรกรรมทางอิเล็กทรอนิกส พ.ศ. 2553 และรางพระ
ราชกฤษฎีกาวาดวยการกํากับดูแลธุรกิจบริการการ
ใหบริการออกใบรับรองอิเล็กทรอนิกส (CA) และ
ศึกษากฎหมายแมแบบพาณิชยอิเล็กทรอนิกสของ
คณะกรรมาธิการกฎหมายการคาระหวางประเทศ
แหงสหประชาชาติ 1996 กฎหมายแมแบบลายมือ
ชื่ออิเล็กทรอนิกส (UNCITRAL Model Law on 
Electronic Signatures with Guide to Enactment) 
กฎหมายประเทศมาเลเซียคือ Digital Signature  

Act 1997 [Act 562] P.U. (A) 359/98 Digital 
Signature Regulation 1998 Part IX - Date/Time 
Stamp Service และกฎหมายเขตปกครองพิเศษ 
มาเกา คือกฎหมายลายมือชื่ออิเล็กทรอนิกสและ
เอกสารอิเล็กทรอนิกส (Electronic Document and 
Signature Law)    
 

4. วิธีดําเนินการ 
การศึกษาใชวิธีวิจัยเอกสาร ตํารากฎหมาย 

หนังสือ วิทยานิพนธ บทความ และขอมูลจาก
เครือขายอินเตอรเน็ต และการรวบรวมขอมูลจาก
พระราชบัญญัติวาดวยธุรกรรมทางอิเล็กทรอนิกส 
พ.ศ. 2544 แนวทางปฏิบัติของรัฐนํามาวิเคราะห
เทียบเคียงในประเด็นความจําเปนของการใหบริการ
ประทับตราเวลาบนพาณิชยอิเล็กทรอนิกส และการ
สัมภาษณเชิงลึกความคิดเห็นของคณะกรรมการ
ธุรกรรมทางอิเล็กทรอนิกสในประเด็นผูใหบริการ
ประทับตราเวลา (TSA) มีรายละเอียดตอไปนี้ 

4.1 การใหบริการการประทับตราเวลา 
 บทบาทหนาท่ีของผูใหบริการประทับ 

ตราเวลาเปนผูรับรองบนพาณิชยอิเล็กทรอนิกสท่ี
เปนบุคคลท่ีสามท่ีสรางความนาเชื่อถือ (Froomkin, 
1997) เปนตัวกลางในการดําเนินธุรกิจเพ่ือขจัด
ความไมมั่นคงปลอดภัยในการทําธุรกรรมทาง
อิเล็กทรอนิกส คือ การใหบริการประทับตราเวลา มี
หนาท่ีขจัดความเส่ียงของการทําธุรกรรมทางอิเล็ก-
ทรอนิกสท่ีอาจกอใหเกิดการฟองรองดําเนินคดี โดย
การใหบริการอยูภายใตระบบการทํางานของ
คอมพิวเตอรประกอบดวย การตรวจสอบความ
ถูกตองของผูใหบริการออกใบ รับรองอิเล็กทรอนิกส 
การยืนยันของผูใชบริการ การมอบกุญแจสาธารณะ
ของผูใชบริการ และการลงลายมือชื่ออิเล็กทรอนิกส 
ไดแก การออกใบรับรองตัวบุคคล การออกใบ 
รับรองอิเล็กทรอนิกสขององคกร การออกใบรับรอง
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การทําธุรกรรมทางอิเล็กทรอนิกส และการใหบริการ
ประทับตราเวลาอิเล็กทรอนิกส โดยเปนการบริหาร
จัดการความนาเชื่อถือสําหรับการทําธุรกรรมทาง
อิเล็กทรอนิกส (Patil and Shyamasundar, 2005) 
ท่ีมีความสําคัญตอสังคมสารสนเทศ โดยเปนวิธีการ
แกไขปญหาประเด็นความนาเชื่อถือสําหรับการ
พาณิชยอิเล็กทรอนิกสท่ีสามารถทําไดโดยอาศัย
ปจจัยทางสังคมอันกอใหเกิดความนาเชื่อถือทาง 
ดานกฎหมาย โดยการประทับตราเวลาของผูให 
บริการประทับตราเวลามีประเด็นการพิจารณา
ในทางกฎหมายโดยทั่วไป คือ การเกิดสัญญาบน
อินเทอรเน็ต หรือการประทับตราเวลามาวิเคราะห

หาความสัมพันธ ท่ีอาจเกิดจากผลกระทบความ 
สัมพันธระหวางคูกรณีนําไปสูความรับผิดของบุคคล
ท่ีเกี่ยวของกับการทําธุรกรรมทางอิเล็กทรอนิกส 

เทคนิค cryptomatic time stamping 
authority (CTSA) (Cryptomathic, 2010) เปน
นวัตกรรมทางเทคโนโลยีท่ีสรางความนาเชื่อถือของ
การประทับตราเวลาจากองคกรภายนอกท่ีสามารถ
พิสูจนระบบวันและเวลาที่หักลางไมได โดยเทคนิค 
CTSA เปนการสรางความมั่นคงปลอดภัยและไม
สามารถเปล่ียนแปลงขอมูลอิเล็กทรอนิกส เอกสาร
อิเล็กทรอนิกส หรือการทําธุรกรรมทางอิเล็ทรอนิกส
ได โดยมีหลักการทํางานดังรูปท่ี 1 

 

 
 

รูปท่ี 1 หลักการทํางานของเทคนิค CTSA (Cryptomathic, 2010) 
 

จากรูปท่ี 1 TSA รับคาวันและเวลาจาก
แหลงท่ีมีความนาเชื่อถือโดยมีเครื่องแมขายท่ีมีการ
ยอมรับสูงใชฮารดแวรท่ีมีความมั่นคงปลอดภัยใน
การใหบริการการประทับตราเวลาใชกระบวนการ 
CTSA สงไปยังเคร่ืองลูกขายเพ่ือนําคาวันและเวลา
ไปประทับตราเวลาของการทําธุรกรรมทางอิเล็ก-
ทรอนิกสโดยมีผลบังคับตามกฎหมาย 
          4.2 การประทับตราเวลากับกฎหมาย
พาณิชยอิเล็กทรอนิกส 

กฎหมายแมแบบพาณิชยอิเล็กทรอนิกส 
(UNCITRAL, 2010a) ของคณะกรรมาธิการกฎหมาย
การคาระหวางประเทศแหงสหประชาชาติ 1996 มี
วัตถุประสงคเสนอกรอบกฎหมายใหเปนท่ียอมรับ

ผลทางกฎหมายของการติดตอส่ือสารดวยขอมูล
อิเล็กทรอนิกส โดยการสนับสนุน สงเสริม วาง
กฎระเบียบเกี่ยวกับพาณิชยอิเล็กทรอนิกสใหมี
ความนาเชื่อถือในการทําธุรกรรมทางอิเล็กทรอนิกส
เทียบเทากับทําธุรกรรมแบบดั้งเดิม โดยยึดหลักการ
พ้ืนฐานของกฎหมายแมแบบพาณิชยอิเล็กทรอนิกส 
คือ หลักความเทาเทียมกัน หลักความเปนกลางทาง
เทคโนโลยี และหลักเสรีภาพในการแสดงเจตนา 
โดยกฎหมายแมแบบพาณิชยอิเล็กทรอนิกสไมไดลง
รายละเอียดในสวนท่ีเปนสาระสําคัญของการ
ประทับตราเวลา แตเปนการกลาวถึงหลักการ
ยอมรับโดยผลของกฎหมายของขอมูลอิ เ ล็ก -     
ทรอนิกสท่ีไมถูกปฏิเสธความรับผิดชอบเชนเดียว 



Thai Journal of Science and Technology                                      ปท่ี 1 • ฉบับท่ี 1 • มกราคม - เมษายน 2555 
 

 6

กับการทําธุรกรรมแบบดั้งเดิม โดยกฎหมายแมแบบ
พาณิชยอิเล็กทรอนิกสเสนอการทํางานรวมกันแบบ
บูรณาการเพื่อใหเกิดประสิทธิผลของการทําธุรกรรม
ทางอิเล็กทรอนิกส  

กฎหมายแม แบบลายมื อชื่ อ อิ เ ล็ก -    
ทรอนิกส (UNCITRAL, 2010b) มีวัตถุประสงคทํา
ให เ กิ ดความน า เ ชื่ อ ถื อกา รสร า งลายมื อชื่ อ
อิเล็กทรอนิกส การใชลายมือชื่ออิเล็กทรอนิกส โดย
ความนาเชื่อถือเทียบเทากับการลงลายมือชื่อแบบ
ธรรมดาใชหลักความเปนกลางของเทคโนโลยีไม
เฉพาะเจาะจงเทคโนโลยีในการสรางลายมือชื่อ
อิเล็กทรอนิกส และกําหนดหนาท่ีความรับผิดของ
เจ าของลายมือชื่ อ อิ เ ล็กทรอนิกสกับคู กรณี ท่ี
เกี่ยวของ โดยกฎหมายแมแบบลายมือชื่ออิเล็ก-
ทรอนิกสส ง เสริมสนับสนุนการใช ลายมือชื่ อ
อิ เ ล็กทรอนิกส ท่ีมีความนาเชื่ อ ถือของการทํา
ธุรกรรมทางอิเล็กทรอนิกส                   

พระราชบัญญัติวาดวยธุรกรรมทาง
อิเล็กทรอนิกส พ.ศ. 2544 และฉบับท่ี 2 ไมมี
บทบัญญัติของกฎหมายที่กลาวถึงการประทับตรา
เวลาของผูใหบริการประทับตราเวลา และพบวาการ
ประทับตราเวลาควรอยูในบทบัญญัติ มาตรา 25 
กําหนดวิธีการแบบปลอดภัยท่ีใชในการทําธุรกรรม
บนอินเทอรเน็ต และผูใหบริการประทับตราเวลา
ควรอยูในบทบัญญัติ มาตรา 32 ประกอบธุรกิจ
บริการเกี่ยวกับธุรกรรมทางอิเล็กทรอนิกส ปจจุบัน
มีพระราชกฤษฎีกาวาดวยวิธีการแบบปลอดภัยใน
การทําธุรกรรมทางอิเล็กทรอนิกส พ.ศ. 2553 และ 
รางพระราชกฤษฎีกากํากับดูแลธุรกิจบริการ
เกี่ยวกับการออกใบรับรองอิเล็กทรอนิกส พ.ศ. ... 
โดยพระราชบัญญัติวาดวยธุรกรรมทางอิ เล็ก-    
ทรอนิกส พ.ศ. 2544 มาตรา 25 ไดบัญญัติของการ
ทําธุรกรรมทางอิเล็กทรอนิกสท่ีไดทําตามวิธีการ
แบบปลอดภัยท่ีกําหนดตามและพระราชกฤษฎีกา

กําหนดวิธีการแบบปลอดภัยเพ่ือเปนการสราง
มาตรฐานและเปนบรรทัดฐานความมั่นคงปลอดภัย
ของระบบเทคโนโลยีสารสนเทศของการทําธุรกรรม
ทางอิเล็กทรอนิกส โดยพระราชกฤษฎีกาวาดวย
วิธีการแบบปลอดภัยในการทําธุรกรรมทางอิเล็ก-
ทรอนิกส พ.ศ. 2553 ไดนํามาตรฐานสากลมาใช
กํ าหนดวิธีการแบบปลอดภัยในการประกอบ
ธุรกรรมทางอิเล็กทรอนิกสโดยใชมาตรฐานการ
บริหารจัดการความมั่นคงปลอดภัยขอมูลไดแก 
มาตรฐาน ISO/IEC 27001 และปจจุบันเพ่ือให
สอดคลองกับมาตรฐานสากลใชมาตรฐาน ISO/IEC 
27002 ดังมีรายละเอียดไดแก โครงสรางองคกร 
การประเมินความเส่ียงและการเยียวยา นโยบาย
ความมั่นคงปลอดภัย การบริหารจัดการสินทรัพย 
บุคลากรทางดานความปลอดภัย ความปลอดภัย
ทางดานกายภาพ การบริหารจัดการ การดําเนิน 
งาน การควบคุมการเขาถึง การจัดหา การพัฒนา
และการบํารุงรักษาระบบสารสนเทศ การบริหาร
จัดการระบบความปลอดภัยสารสนเทศ และความ
ตอเนื่องในการดําเนินธุรกิจท่ีตองปฏิบัติอยาง
เครงครัด เพ่ือเปนการสนับสนุนการทําธุรกรรมทาง
อิเล็กทรอนิกสไดมาตรฐานสากล  

การเปรียบเทียบระหวางผู ใหบริการ
ประทับตราเวลากับผูใหบริการออกใบรับรองอิเล็ก-
ทรอนิกสของกฎหมายแมแบบพาณิชย อิ เ ล็ก -    
ทรอนิกส และกฎหมายแมแบบลายมือชื่ออิเล็ก- 
ทรอนิกสใชคาํกวาง ๆ คือ ผูใหบริการออกใบรับรอง
มีหนาท่ีในการสงเสริม สนับสนุนการทําธุรกรรมทาง
อิเล็กทรอนิกส และใหบริการความนาเชื่อถือ โดยผู
ใหบริการประทับตราเวลาและผู ใหบริการออก
ใบรับรองอิเล็กทรอนิกสตางก็เปนโครงสรางพ้ืนฐาน
ระบบกุญแจสาธารณะ โดยผูใหบริการประทับตรา
เวลามีหนาท่ีใหบริการวันและเวลามาตรฐานในการ
ทําธุรกรรมทางอิเล็กทรอนิกส โดยคูกรณีอาจมี
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ขอตกลงในการเลือกใชวันและเวลามาตรฐานตาม
ขอตกลง และมีหนาท่ีในการจัดเก็บเหตุการณท่ี
เกิดขึ้นทําใหเกิดพยานหลักฐานดิจิทัลท่ีคูกรณีไม
สามารถปฏิเสธความรับผิดชอบได สําหรับผูให 
บริการออกใบรับรองอิเล็กทรอนิกสมีหนาท่ีการ
รับรองตัวบุคคลในการทําธุรกรรมทางอิเล็กทรอนิกส 
โดยการออกกฎหมายแตละประเทศกฎหมาย
แมแบบพาณิชยอิเล็กทรอนิกสไดเปดกวางสําหรับ
การออกเปนกฎหมายภายใน         

4.3 การศึกษากฎหมายเกี่ยวกับการ
ประทับตราเวลา 

กฎหมายพาณิชยอิเล็กทรอนิกสประเทศ
มาเลเซีย (VIPO resources, 2010) จากการศึกษา
ผูใหบริการประทับตราเวลาตองเปนองคกรท่ีจด
ทะเบียนเปนนิติบุคคลตามกฎหมายของประเทศ 
โดยผูขอใหบริการตองมีแผนในการดําเนินงาน 
วิธีการ บุคลากรท่ีมีความรูความ สามารถและมี
ความนาเชื่อถือ โดยการขอจดทะเบียนตองมีทุนใน
การดําเนินงานท่ีเพียงพอ และท่ีสําคัญไมมีประวัติ
ในความผิดฐานฉอโกง หรือความผิดฐานปลอม
แปลงเอกสารภายใน 15 ป กอนการย่ืนคําขอจด
ทะเบียน โดยบทบัญญัติกฎหมายมีการกําหนด
หนาท่ีโดยชัดเจนในการใหบริการ นอกจากนี้ยังมี
บทลงโทษสําหรับองคกรท่ีใหบริการดังกลาวสําหรับ
การไมปฏิบัติตามกฎหมายที่เขียนไวอยางชัดเจน 
โดยการใหบริการของผูใหบริการประทับตราเวลา
ตองมีการควบคุมโดยบทบัญญัติของกฎหมายอยาง
ชัดเจนและที่ สําคัญคือ กฎหมายใหอิสระในการ
แขงขันในการทําธุรกิจโดยให เอกชนสามารถ
ดําเนินการได 

จากการศึกษาการประทับตราเวลาจาก
กฎหมายเอกสารอิเล็กทรอนิกสและลายมือชื่อ
อิ เ ล็กทรอนิกสของเขตปกครองพิ เศษมาเก า 
(Government Printing Bureau, 2010) เปนการ

กําหนดมาตรฐานความมั่นคงปลอดภัยของลายมือ
ชื่ออิเล็กทรอนิกส โดยมีการตรวจสอบและการ
เรียงลําดับเหตุการณทําใหขอมูลอิเล็กทรอนิกสมี
ความนาเชื่อถือเปนท่ียอมรับในระดับนานาชาติ 
และมีการรับรองเอกสารอิเล็กทรอนิกสในการบริการ
ตอสาธารณะตองมีความมั่นคงปลอดภัย โดยมีผล
บังคับทางกฎหมาย สําหรับบทลงโทษสําหรับ
องคกรท่ีไมปฏิบัติตามเปนไปตามบทบัญญัติของ
กฎหมายแพงและกฎหมายอาญา  

จากการเปรียบเทียบรูปแบบ วิธีการ ผล
ทางกฎหมาย พยานหลักฐาน และผู ใหบริการ
ประทับตราเวลาของ Laws of Malaysia Digital 
Signature Act 1997, Electronic Document and 
Signature Law Region Macao Special Adminis-
trative และพระราชบัญญัติวาดวยธุรกรรมทาง
อิเล็กทรอนิกส พ.ศ. 2544 รูปแบบและวิธีการของ
การประทับตราเวลา Laws of Malaysia Digital 
Signature Act 1997 และ Electronic Document 
and Signature Law Region Macao Special 
Administrative ไดบัญญัติเรื่องการประทับเวลาไว
อยางชัดเจน โดยกําหนดมาตรฐานความมั่นคง
ปลอดภัยของลายมือชื่ออิเล็กทรอนิกสตองมีการ
ตรวจสอบ และการเรียงลําดับเหตุการณโดยการนํา
คาวันและเวลาที่มีความนาเชื่อถือมาผนวกกับ
เอกสารอิเล็กทรอนิกส และเอกสารอิเล็กทรอนิกส
กอนมีการเปดเผยตอสาธารณะตองมีความมั่นคง
ปลอดภัย และมีความนาเชื่อถือ          

การวิเคราะห เปรียบเทียบกฎหมาย
พาณิชยอิเล็กทรอนิกส กฎหมายพาณิชยอิเล็ก- 
ทรอนิกสของประเทศมาเลเซีย Laws of  Malaysia 
Digital Signature Act 1997 Electronic Document 
and Signature Law Region Macao Special 
Administrative และพระราชบัญญัติวาดวยธุรกรรม
ทางอิเล็กทรอนิกส พ.ศ. 2544 มีพ้ืนฐานมาจาก
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กฎหมายแมแบบพาณิชยอิเล็กทรอนิกสของคณะ 
กรรมาธิการกฎหมายการคาระหวางประเทศแหง
สหประชาชาติ โดยกฎหมายมีเปาประสงค คือการ
บริหารจัดการพาณิชยอิเล็กทรอนิกสใหมีประสิทธิ-
ภาพ และสรางกฎใหเปนแบบแผนเดียวกันในการ
ทําพาณิชยอิเล็กทรอนิกส โดยเปนการสงเสริม
พาณิชยอิเล็กทรอนิกสใหเปนท่ียอมรับโดยผลของ
กฎหมาย 

ประเด็นสัญญาทางอิเล็กทรอนิกสโดย
กฎหมายให สัญญาทางอิ เ ล็กทรอนิกสมีความ
เทียบเทากับสัญญาแบบเดิมโดยมีผลการบังคับใช
กฎหมายเทากัน โดยไมทําลายหลักกฎหมายเดิมท่ี
มีอยูและเปนการขยายถึงการพัฒนาเทคโนโลยีใน
อนาคตท่ีใหความสําคัญความมั่นคงปลอดภัยของ
การทําธุรกรรมทางอิเล็กทรอนิกส โดยมีกฎหมาย
การจัดการปญหาในความมั่นคงปลอดภัยของการ
ทําธุรกรรมทางอิเล็กทรอนิกสท่ีสามารถยืนยันตัว
บุคคล และไมมีการปลอมแปลงจากผูไมหวังดี ดวย
การใชนวัตกรรมทางเทคโนโลยีท่ีมีความนาเชื่อถือ 
โดยเริ่มจากการสราง การจัดเก็บ การนํามาใชใหม
ของขอมูลอิเล็กทรอนิกส การสรางลายมือชื่ออิเล็ก-
ทรอนิกส การลงลายมือชื่ออิเล็กทรอนิกส การออก
ใบรับรองอิเล็กทรอนิกส และการประทับตราเวลาท่ี
มีการบูรณาการอยางเปนระบบในการทําธุรกรรม
ทางอิเล็กทรอนิกสใหมีความนาเชื่อถือ และเปน
มาตรฐานสากล 

ประเด็นการพิสูจนพยานหลักฐานดิจิทัล
ตองมีการจัดการอยางเหมาะสมและประเมินความ
นาเชื่อถือ โดยทั่วไปพยานหลักฐานดิจิทัลท่ีสามารถ
เชื่อถือไดตองมีการพิสูจนกอนการพิจารณาของศาล 
โดยใชผู เชี่ยวชาญตรวจสอบและเปนผูนําเสนอ
พยานหลักฐานดิจิ ทัลตอศาล โดยเริ่มจากการ
รวบรวม การประมวลผล และการวิเคราะหใน
แหลงท่ีมาของพยานหลักฐานดิจิทัล ดังนั้นการใช

พยานหลักฐานดิจิทัลเปนพยานหลักฐานตองมีการ
พิสูจนความนาเชื่อถือของพยานหลักฐานดิจิทัล
เสมอ (Eoghan, 2004)             

4.4 การประยุกตใชการประทับตราเวลา           
การประยุกตใชการประทับตราเวลา เชน 

Single Window (UNECE, 2010) เปนแนวทางของ
หลายประเทศและผูประกอบการคาระหวางประเทศ
ท่ีมีความเกี่ยวของกับการคาระหวางประเทศมีการ
เตรียมขอเสนอขอมูลอิเล็กทรอนิกสท่ีใชในการ
แลกเปล่ียนขอมูลอิเล็กทรอนิกส โดยมีเอกสาร
อิเล็กทรอนิกสท่ีมีความแตกตางกันใหมีแบบแผน
เดียวกัน ดังนั้นการจัดการระบบเอกสารอิเล็ก-   
ทรอนิกสเปนวิธีการการพัฒนาการคาระหวาง
ประเทศโดยการผานพิธีการดานศุลกากรท่ีมีความ
เครงครัดจําเปนตองมี กระบวนการการประทับตรา
เวลาผนึกรวมเขากับเอกสารอิเล็กทรอนิกสใหมี
ความนาเชื่อถือ ดังนั้นการใหบริการการประทับตรา
เวลาสําหรับ Single Window จึงเปนการพัฒนา
โครงสรางพ้ืนฐานดานเทคโนโลยี หรือเปนการใช
นวัตกรรมทางเทคโนโลยีจัดการปญหาเอกสาร
อิเล็กทรอนิกสท่ีมีการเขาถึงเอกสารอิเล็กทรอนิกส
ใ น จุ ด เ ดี ย วกั น ทํ า ใ ห เ กิ ด ป ร ะ โ ยชน อ ย า ง มี
ประสิทธิภาพ และงายตอการควบคุมเอกสาร
อิเล็กทรอนิกสระหวางผูประกอบการคาระหวาง
ประเทศและหนวยงานภาครัฐท่ีสามารถใชขอมูล
รวมกัน  

สํ าหรับประ เทศไทยได ดํ า เนินการ
นโยบายโครงการ National Single Window 
(NSW) โดยกรมศุลกากรเปนหนวยงานหลักในการ
ดําเนินการจัดต้ังระบบ NSW และใหหนวยงานท่ี
เกี่ยวของกับการนําเขา การสงออกใหความรวมมือ
เพ่ือรวมกันผลักดันใหระบบ NSW เพ่ือเพ่ิมขีด
ความสามารถดานการคาระหวางประเทศให
สามารถแขงขันกับตางประเทศได และไดเขารวม
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โครงการ ASEAN Single Window (ASW) หรือ
ระบบการอํานวยความสะดวกดานศุลกากรดวย
ระบบอิเล็กทรอนิกส ณ จุดเดียว มาใชเพ่ือการตรวจ
ปลอยสินคานําเขา สงออก เปนไปอยางรวดเร็วชวย
อํานวยความสะดวกในการตรวจปลอย และการ
เคล่ือนยายสินคาภายในประเทศและระหวางกลุม
ประเทศสมาชิกอาเซียนรวมถึงการชวยลดตนทุนใน
การบริหารจัดการและการใชสารสนเทศรวมกัน
อยางเปนระบบ              

4.5 ความคิดเห็นของคณะกรรมการ
ธุรกรรมทางอิเล็กทรอนิกสตอการประทับตรา
เวลา 

ผูวิจัยไดทําการสัมภาษณเชิงลึกความ
คิด เห็น เกี่ ยวกับสภาพแวดลอมของพาณิชย
อิเล็กทรอนิกสของประเทศไทยในปจจุบัน เชน 
สภาพแวดลอมของพาณิชยอิเล็กทรอนิกสของ
ประเทศไทย โดยภาพรวมท่ัวไปมีการพัฒนาขึ้นเปน
ลําดับ ประเทศไทยมีกฎหมายวาดวยธุรกรรมทาง
อิเล็กทรอนิกสใชต้ังแตป พ.ศ. 2545 เปนการแสดง
ถึงนโยบายรัฐบาลท่ีเล็งเห็นความสําคัญของการทํา
ธุรกรรมทางอิเล็กทรอนิกส โดยมีคณะกรรมการ
ธุรกรรมทางอิเล็กทรอนิกสทําหนาท่ีวางนโยบาย 
สงเสริม และพัฒนาธุรกรรมทางอิเล็กทรอนิกส 
รวมท้ังแกไขปญหาและอุปสรรค สําหรับปญหาท่ี
เกิดขึ้นในปจจุบันคือความตอเนื่องในการดําเนินงาน 
เพราะรัฐบาลมีการเปล่ียนแปลงบอยทําใหรัฐบาล
ตองแกปญหาท่ีจําเปนเรงดวนท่ีเกิดขึ้นทําให
นโยบายบางอยางอาจจะมีการดําเนินงานไม
ตอเนื่องกัน รวมท้ังระบบโครงสรางพ้ืนฐานของไทย
ยังตองพัฒนาอีกมาก โดยพิจารณาไดจากการใช
เทคโนโลยีสารสนเทศในการทําธุ รกรรมทาง
อิเล็กทรอนิกส และตองเปดโอกาสใหมีการแขงขัน
อย า ง เป นธรรม เพื่ อ เป นการ พัฒนาพาณิชย

อิเล็กทรอนิกสตอไป และสําหรับรูปแบบธุรกิจท่ี
เกี่ยวของกับพาณิชยอิเล็กทรอนิกสในปจจุบันมีการ
พัฒนาอยางตอเนื่อง โดยมีวัตถุประสงคการเกิด
สัญญาทางอิเล็กทรอนิกสอยางสมบูรณและมีผล
บังคับตามกฎหมาย โดยมีรูปแบบที่แตกตางกันไปมี
การพัฒนาอยางรวดเร็วควบคูกันกับการพัฒนาของ
เทคโนโลยีในปจจุบัน 

ความคิดเห็นเกี่ยวกับการประทับตรา
เวลาบนพาณิชยอิเล็กทรอนิกสโดยใชโครงสราง
ระบบกุญแจสาธารณะโดยการใชใบรับรองอิเล็ก-
ทรอนิกสใชแสดงถึงหลักฐานตัวตนของบุคคล หรือ
นิติบุคคลในการทําธุรกรรมทางอิเล็กทรอนิกส แต
ถาไมไดแสดงวันและเวลาของการทําธุรกรรมทาง
อิเล็กทรอนิกส หรือใชแตขาดความนาเชื่อถือทําให
การเริ่มตนของสัญญา การส้ินสุดของสัญญา อายุ
ความ การส่ังซื้อขายสินคา การยืนยันคําส่ังซื้อ 
ขอมูลสินคาคงคลัง บันทึกความครบถวนสมบูรณ
ของกระบวนการจัดสงสินคามีปญหาทางดาน
กฎหมาย ดังนั้นการบริการประทับตราเวลาจึงมี
ความ สําคัญอย า ง ย่ิ งต อการ ทําธุ รกรรมทาง
อิเล็กทรอนิกส 

ความคิดเห็นเกี่ยวกับการใหบริการของผู
ใหบริการประทับตราเวลา (TSA) บนพาณิชยอิเล็ก-
ทรอนิกสซึ่งผูใหบริการประทับตราเวลา (TSA) เปน
บุคคลท่ีสามท่ีสรางความนาเชื่อถือในการบริการ
ประทับตราเวลาตามมีความจําเปนตอการพัฒนา
พาณิชยอิเล็กทรอนิกสอยางมาก โดยการทํางาน
ควบคูไปกับผูใหบริการออกใบรับรองอิเล็กทรอนิกส 
(CA) โดยสององคกรนี้ เปนการใหบริการความ
นาเชื่อถือ และการยืนยันตัวบุคคล นิติบุคคล การ
จัดเก็บพยานหลักฐานดิจิทัส ในการทําธุรกรรมทาง
อิเล็กทรอนิกสทําใหการทําธุรกรรมทางอิเล็กทรอ-
นิกสมีความนาเชื่อถือ และไดมาตรฐานสากล 
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5. ผลการวิจัยและวิจารณ 
การวิจัยเกี่ยวกับการประทับตราเวลาของผู

ใหบริการประทับตราเวลา พบวาเปนนวัตกรรมทาง
เทคโนโลยีสารเทศท่ีสามารถขจัดปญหาของการทํา
ธุรกรรมทางอิเล็กทรอนิกสท่ีเกิดพยานหลักฐาน
ดิจิทัลท่ีสามารถพิสูจนยืนยันการทําธุรกรรมทาง
อิเล็กทรอนิกส ยืนยันตัวบุคคลท่ีเกี่ยวของ ดังนี้ 

5.1 การประทับตราเวลามีความสําคัญตอ
สังคมสารสนเทศที่สามารถแกไขปญหาประเด็น
ความนาเชื่อถือสําหรับการพาณิชยอิเล็กทรอนิกส 
สําหรับทางดานกฎหมายการประทับตราเวลามี
ประเด็นการพิจารณาทางกฎหมายโดยทั่วไป คือ 
การเกิดสัญญาบนอินเทอรเน็ต หรือการใชการ
ประทับตราเวลามาวิเคราะหหาความสัมพันธท่ีอาจ
เกิดจากผลกระทบความสัมพันธระหวางคูกรณี
นําไปสูความรับผิดของบุคคลท่ีเกี่ยวของกับการทํา
ธุรกรรมทางอิเล็กทรอนิกส 

5.2 กฎหมายแมแบบพาณิชยอิเล็กทรอนิกส
และกฎหมายแมแบบลายมือชื่ออิเล็กทรอนิกสของ
คณะกรรมาธิการกฎหมายการคาระหวางประเทศ
แหงสหประชาชาติ มีวัตถุประสงคเสนอกรอบ
กฎหมายใหเปนท่ียอมรับผลทางกฎหมายเปนการ
สนับสนุน สงเสริม วางกฎระเบียบเกี่ยวกับพาณิชย
อิเล็กทรอนิกสเทียบเทากับทําธุรกรรมแบบดั้งเดิม 
โดยยึดหลักความเทาเทียมกัน หลักความเปนกลาง
ทางเทคโนโลยี และหลักเสรีภาพในการแสดงเจตนา 
โดยเสนอการทํางานรวมกันแบบบูรณาการเพื่อให
เกิดประสิทธิผลของการทําธุรกรรมทางอิเล็ก-    
ทรอนิกส และสําหรับพระราชบัญญติัวาดวยธุรกรรม
ทางอิเล็กทรอนิกส พ.ศ. 2544 และฉบับท่ี 2 ไมมี
บทบัญญัติของกฎหมายที่กลาวถึงการประทับตรา
เวลา แตมาตรา 25 ไดบัญญัติของการทําธุรกรรม
ทางอิเล็กทรอนิกสท่ีไดทําตามวิธีการแบบปลอดภัย
ท่ีกําหนดตามและพระราชกฤษฎีกากําหนดวิธีการ

แบบปลอดภัยเพ่ือเปนการสรางมาตรฐานและเปน
บรรทัดฐานความมั่นคงปลอดภัยของระบบเทคโลยี
สารสนเทศของการทําธุรกรรมทางอิเล็กทรอนิกส 

5.3 จากการศึกษากฎหมายเกี่ยวกับการ
ประทับตราเวลาของกฎหมายพาณิชย อิ เ ล็ก -     
ทรอนิกสประเทศมาเลเซีย  กฎหมายเอกสาร
อิเล็กทรอนิกสและลายมือชื่ออิเล็กทรอนิกสของเขต
ปกครองพิเศษมาเกา และพระราชบัญญัติวาดวย
ธุรกรรมทางอิเล็กทรอนิกส พ.ศ. 2544 จากการ
เปรียบเทียบรูปแบบ วิธีการ ผลทางกฎหมาย 
พยานหลักฐาน โดยเปนกําหนดมาตรฐานความ
มั่นคงปลอดภัยของขอมูลอิเล็กทรอนิกสโดยเอกสาร
อิเล็กทรอนิกสกอนมีการเปดเผยตอสาธารณะตองมี
ความมั่นคงปลอดภัยมีความนาเชื่อถือ และสามารถ
บังคับโดยผลของกฎหมายลักษณะสัญญา และเปน
พยานหลักฐานท่ีดี 

5.4 จากการสัมภาษณเชิงลึกคณะกรรมการ
ธุรกรรมทางอิเล็กทรอนิกสการทําธุรกรรมทาง
อิเล็กทรอนิกสของประเทศไทยในปจจุบันถือวายัง
ไมมากพอเมื่อเปรียบเทียบกับตางประเทศ โดย
ประชาชนสวนใหญยังไมมั่นใจ และขาดความ
นาเชื่อถือในการทําธุรกรรมทางอิเล็กทรอนิกส โดย
มีปจจัยหลายประการ  ประการแรกการสราง
จติสํานึกในความคุนเคยของการการทําธุรกรรมทาง
อิเล็กทรอนิกสใหมีความเหมือนกันกับการทํา
ธุรกรรมแบบเดิม ประการท่ีสองการใหความรูแก
ผูใชบริการวาควรทําหรือไม ประการท่ีสามเมื่อ
ผูใชบริการตกเปนเหย่ือของเหลามิจฉาชีพควรมี
หนวยงานเขามาใหการชวยเหลือโดยไมมีการนํา
มูลคาของการทําธุรกรรมทางอิเล็กทรอนิกสเขามา
เปนปจจัย ประการท่ีส่ีท่ีเปนประเด็นสําคัญคือตองมี
การใชลายมือชื่ออิเล็กทรอนิกสอยางแพรหลายโดย
การบูรณาการองคกรท่ีมีสวนเกี่ยวของท่ีทําใหเกิด
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การพัฒนาการทําธุรกรรมทางอิเล็กทรอนิกสของ
ประเทศไทยเปนไปอยางตอเนื่อง                    
 

6. สรุปและขอเสนอแนะ 
ความสําคัญของวันและเวลากับการทํา

ธุ รกรรมทางอิ เ ล็กทรอนิกสมี ความสําคัญตอ
กฎหมายลักษณะนิติกรรมและสัญญา กฎหมาย
อาญาความผิดฐานฉอโกง โดยสาเหตุมาจากการ
บิดเบือนขอมูลอิเล็กทรอนิกสเมื่อมีการทําธุรกรรม
ทางอิเล็กทรอนิกสเกิดขึ้น จึงจําเปนตองมีผู ให
บริการประทับตราเวลา  (TSA) ทําหนา ท่ี เปน
เจาหนาท่ีบนอินเทอรเน็ตในการรับรองวันและเวลา 
โดยใชกระบวนการการประทับตราเวลาที่ ไม
สามารถเปล่ียนแปลงแกไขขอมูลอิเล็กทรอนิกสได 
และถือวาเปนการสรางความมั่นคงปลอดภัยตอการ
ทําธุรกรรมทางอิเล็กทรอนิกสท่ีมีบทพิสูจน และเปน
มาตรการคุมครองการทําธุรกรรมทางอิเล็กทรอนิกส
ท่ีสามารถขจัดปญหาความเส่ียง ปญหาการแสวงหา
ผลประโยชนโดยมิชอบ และการฉอโกงได 

ขอเสนอแนะเกี่ยวกับการประทับตราเวลา
ของผูใหบริการประทับตราเวลาสําหรับประเทศไทย 
ปจจุบันไมมีการออกกฎหมายในขณะนี้ ดังนั้น
แนวทางการออกกฎหมายของไทยเพื่อเปนการ
สงเสริมและสนับสนุนการพาณิชยอิเล็กทรอนิกสให
เปนมาตรฐานสากล และเปนท่ียอมรับตอนานา
ประเทศ แนวคิดการประทับตราเวลาของผู ให 
บริการประทับตราเวลายังเปนประเด็นท่ีมีความ
จําเปนและสําคัญตอไป 

ขอเสนอแนะเกี่ยวกับพยานหลักฐานดิจิทัล 
หรือพยานหลักฐานอิ เ ล็กทรอนิกสของขอมูล
อิเล็กทรอนิกสจากการกระทําของคูกรณี โดย
พระราชบัญญัติวาดวยธุรกรรมทางอิเล็กทรอนิกส 
(ฉบับท่ี 2) พ.ศ. 2551 มาตรา 6 ใหศาลรับฟง
พยานหลักฐานดิจิ ทั ล เปนพยานหลักฐานใน

กระบวนการพิจารณาตามกฎหมายท้ังในคดีแพง 
คดีพาณิชย คดีอาญา คดีทรัพยสินทางปญญา คดี
ลมละลาย และคดีอ่ืน ๆ ซึ่งเปนพยานหลักฐานใหม
และสําคัญในสังคมสารสนเทศ โดยมีแนวคิดท่ี
สําคัญคือการตรวจสอบความถูกตองและเปน
พยานหลักฐานท่ีดี 

ขอเสนอแนะทางกฎหมายสําหรับประเทศ
ไทยการออกกฎหมายแตละฉบับใชระยะพอสมควร
ดวยเหตุปจจัยหลายประการ จากการศึกษาวิจัย
พบวากฎหมาย กฎ ระเบียบท่ีมีอยูยังไมเพียงพอ
สําหรับการเ พ่ิมศักยภาพการทําธุรกรรมทาง
อิเล็กทรอนิกสใหเปนมาตรฐานสากล รัฐตองบัญญัติ
กฎหมายเพ่ือกําหนดนโยบาย แนวปฏิบัติ เพ่ือ
รองรับการทําธุรกรรมทางอิเล็กทรอนิกสเพ่ือเปน
การอุดชองวางของการพัฒนาเทคโนโลยีท่ีเกิดขึ้น
เพ่ือเปนการสงเสริมพาณิชยอิเล็กทรอนิกสใหมี
ประสิทธิภาพใหทัดเทียมกับนานาประเทศตอไป 
 

7. เอกสารอางอิง 
CRYPTOMATHIC, Cryptomathic time stamping 

authority, Available Source: http://www. 
Cryptomathic.com/media/12284/cryptomat
hic%20tsa%20product%20sheet.pdf, 
January 12, 2010. 

Eoghan, C., 2004, Digital Evidence and Com-
puter Crime: Forensic Science, Computer 
and the Internet, 2nd Ed, Academic Press 
Inc., San Diego, California, p. 169-187. 

Froomkin, A.M., 1997, The Essential Role of  
Trusted Third Parties in Electronic 
Commerce, pp. 119-176, In Kalakota, R. 
and Whinston, A. (Eds.), Readings in 
Electronic Commerce, Addison-Wesley 
Longman Publishing Co., Inc., Boston. 



Thai Journal of Science and Technology                                      ปท่ี 1 • ฉบับท่ี 1 • มกราคม - เมษายน 2555 
 

 12

Government Printing Bureau, Electronic 
Document and Signature Law Region 
Macao Special Administrative, Available 
Source: http://images.io.gov.mo/bo/i/2005/ 
32/lei-5-2005.pdf, January 12, 2010. 

Haber, S. and Stornetta, W.S., 1991, How to 
timestamp a digital document, J. Cryptol. 
3: 99-112. 

Massias, H., Avila, X.S. and Quisquater, S.S., 
1999, Timestamps: Main issues on their 
use and implementation, In Proceedings 
of IEEE, 8th, International workshop on 
enabling technologies: Infrastucture for 
collaborative enterprises, p. 178. 

Patil, V. and Shyamasundar, R.K., 2005, Trust 
Management for E-transaction, Springer 
Berlin Heidelberg, New York, p. 141-158. 

UNCITRAL, UNCITRAL Model Law on Electro-
nic Commerce with Guide to Enactment, 
with additional article 5 bis as adopted in 
1998, Available Source: http://www.jus.uio. 

no/lm/un.electronic.commerce.model.law.1
996/toc.html, January 12, 2010a. 

UNCITRAL, UNCITRAL Model Law on Electro-
nic Signatures with Guide to Enactment 
2001, Available Source: http://www. 
uncitral.org/pdf/english/texts/electcom/ml-
elecsig-e.pdf, January 12, 2010b. 

UNECE, Economic Commission for Europe, 
United Nations Centre for Trade 
Facilitation and Electronic Business 
(UN/CEFACT), Recommendation No. 33, 
Available Source: http://www.unece.org/ 
fileadmin/DAM/cefact/recommendations/re
c33/rec33_trd352e.pdf, January 12, 2010. 

VIPO resours, Laws of Malaysia Digital Signa-
ture Act 1997 [Act 562] Part IX - Date/ 
Time Stamp Service, Available Source: 
http://www.lylu.com.my/wp-content/act-res 
ources/Cyber%20Law%20and%20IT/Digita
l-Signature-Regulation-lylu.pdf, January 12, 
2010. 

 




